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Document Purpose
The Risk Management Plan describes how risk management will be structured and performed on the project to ensure risk are being managed and controlled at acceptable levels.  Risk in a project environment cannot be totally eliminated. The objective of a risk management process is to minimize the impact of unplanned incidents on the project by identifying and addressing potential risks before significant negative consequences occur.  

The Risk Management Plan also becomes a subset of the Project Management Plan.  
Definition
Definition of Risk Management:  The formal process by which risks factors are systematically identified, assessed, and responded to.  Risk management concentrates on identifying and controlling areas or events that have a potential of causing unwanted change.  (Note that opportunities, also known as positive risk, should also be managed/exploited.  This document is focused on mitigating negative risk, rather than maximizing positive risk.)  

Definitions, Acronyms, and Abbreviations
	Risk
	A potential undesirable and unplanned event or circumstance, anticipated in advance, which could prevent the project from meeting one or more of its objectives.

	Issue
	An event or circumstance that has occurred with project impact that needs to be managed and resolved, with escalation if appropriate.

	Task / Action Item
	Work packages from the Work Breakdown Structure (WBS) or work resulting from project meetings or conversations.  


Risk Management Approach

The project team will implement a continuous risk management process which entails two major processes – risk assessment and risk mitigation.

Risk assessment includes activities to identify risks, analyze and prioritize.  Risk mitigation includes developing risk contingency and mitigation strategies, as well as monitoring the impact of the issue, action items, strategies and residual risks. 




Risk Tolerance

The company has a very low threshold for risks to:

· The client experience

· The experience of users who directly support the client

· Non-public information (NPI)

· Potential for fraud or loss related to insufficient control or security
Risk Management Tasks
Risk Management activities are documented in the Risk Management workbook.  The workbook is used to  identify, prioritize, analyze, and plan a risk response. 

Risk Identification: The process of determining which risks may affect the project and documenting their characteristics. 
· Risk Assessment: The Risk Assessement and Mitigation tab in the Risk Management workbook has a set of questions that need to be answered that help determine the risk level of the project. Each question has a potential rating of High, Medium, or Low in terms of potential impact.  
· Risk Register:  This is located on the project’s SharePoint site where project specific risks can be entered.  All risks identified through any means should be entered individually in the Risk Register on SharePoint.  Like all company documentation, discretion should be used in documenting risk:  all statements should be fact-based and conclusions should be reviewed by management (and if appropriate, Legal.)  Risks should be stated in a standard format, to help the team stay focused on risks versus root causes and results:  Cause – Risk – Effect.  

· Cause: specific situation that introduces risk

· Risk: uncertain event that can impact the project

· Effect: potential consequences of the risk occurring
Example:  A shortage of skilled Business Analysts (cause) could result in many missed requirements (risk), leading to rework or customer dissatisfaction (effect).
Risk Analysis: The process of analyzing and prioritizing risk. The analyzing and prioritizing of risks is done in the Risk Management Workbook on the Risk Assessment-Mitigation tab and in the Risk Register. Risks are prioritized as High, Medium or Low.  The prioritization of risks, determines other steps that may need to happen. 
Risk Response Planning: The process of developing options and actions to enhance opportunities and to reduce threat to project objectives. Mitigating actions are documented on the Risk Assessment and Mitigation tab in the Risk Management workbook and in the Risk Register.  If a risk is prioritized as High, then mitigating actions must be documented (area is unshaded). If a risk is prioritized as Medium, then mitigating actions are recommended, but not required. If a risk is prioritized as Low, then mitigating actions are not required.    
· Mitigating Actions to Consider 
· Risk Avoidance - Actions taken to eliminate the source of risk (e.g. change vendor, lower requirements, change project team member, etc.)
· Risk Mitigation - Actions taken to mitigate the severity and consequences of a risk (e.g. greater training, delayed deployment, etc.)
· Risk Transfer - The transfer of risk from one group to another (e.g. purchasing insurance, etc.)

· Risk Monitoring - The monitoring and periodic reevaluation of a risk for changes to key risk parameters
· Risk Acceptance - Acknowledging the risk but not taking preventive measures

· Risk-related change to Scope/Time/Cost
The risk response planning process may result in a decision to avoid a risk by changing the project, or to mitigate a risk by taking action to lesser the probability and/or impact in the event the risk occurs.  Whenever risk response planning results in potential change to the project, that change must first be requested, analyzed and approved in accordance with the project’s Change Management Plan and related processes. 

Risk Monitoring and Control: The process of implementing risk response plans, tracking identified risks, monitoring residual risks, identifying new risk, and evaluating risk process effectiveness throughout the project. 
· Monitoring Risks:  Project teams should review project risks and on regular basis to determine if there are any new project risks and to determine if any actions are needed (if a risk turns to an issue).
· Escalation:  If a overall project risk is:  
· Low:  Project risks are low and therefore no additional review need to occur. 
· Medium: Project risks should be reviewed on a monthly basis by the Business Owner, Technical Owner and core project team.
· High: Project risks should be reviewed on a monthly basis by the Project Sponsor and Project Steering Committee.
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