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Report as appropriate to:
Children/Adult Social Care, LADO, Police

IWF (Internet Watch Foundation – www.iwf.org.uk)
CEOP (www.ceop.police.uk)
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Unsuitable material/illegal material/unsuitable activity/
illegal activity found or suspected

Yes Yes

Identify those involved if known, without compromising any 
potential evidence (staff, child, young person, vulnerable adult or 

unknown, and whether they are a victim or instigator)

Isolate any PC/equipment as potential evidence and if appropriate arrange 
suspension of user account to allow investigation to be carried out

Report to local e-Safety Lead and/or e-Safety Officer and/or 
Designated Safeguarding Lead (DSL)

Is there a child 
protection concern?

Is it an adult 
safeguarding concern?

Is illegal or unsuitable 
material or activity found 

or suspected?

Allow Police or relevant organisation to 
complete their investigations, seeking LADO 
advice on treatment of victim/instigator and 

possible referral to DBS

Review incident, agree and implement appropriate actions 
Possible actions:

Inform parents/carers, risk assessment
counselling, referral to other agency,

community resolution, disciplinary procedures

Is illegal or unsuitable 
material or activity 

confirmed?

Police or relevant organisation take action

Debrief all relevant parties at end of e-safety incident

Review policies and procedures

Organise knowledge share session

If you believe a child, 
young person or 
vulnerable adult is at risk 
or in immediate danger:

• call the Police on 999
• �or click the CEOP 

report abuse button if 
available, and

• �immediately isolate 
equipment to avoid 
evidence tampering.
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