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Purpose:

The purpose of the risk management plan is to describe how risk management activities will be organized and performed during the <PROJECT NAME> life cycle.  Risk management activities are within the risk identification, risk analysis, response planning, monitoring and control processes, and lessons learned. The risk management plan does not address the responses to individual risks – these are documented in the Risk Log or the Risk Management Tool ().

The purpose of risk management planning is to minimize the negative risk impacts and maximise the positive (opportunity) risks identified for the project.  This will be achieved by identifying all known project risks, performing an assessment of the probability of occurrence and potential impact, and creating action plans to manage the identified risks. Risk management planning defines how to approach and plan the risk management activities for a project. This process ensures that the efforts of risk management activities are appropriate for the importance of the project to the customer and <CUSTOMER>.  Risk planning is an iterative process, beginning as early as possible in the Initiation and Planning phases. The approach to and appropriateness of risk management activities should be reviewed throughout the project.

The development of the risk management plan is refined by information gathered during risk analysis and response planning activities and information recorded in the Risk Log.

Audience:

The primary audience for the risk management plan document is the <PROJECT NAME> Project Team and, <PROJECT NAME> risk key stakeholders, who approve the plan and the <PROJECT> Risk Manager.  

References:

1. Introduction

1.1. Scope of this Document

The Risk Management Plan describes the risk management strategy and how risk management activities will be organized and performed for the <PROJECT NAME>
.  This document outlines the approach to be used for <PROJECT NAME> which mirrors the <PROJECT> program risk management approach and utilizes the same tools and templates.

1.2. References (See Appendix for sample tools)

References used in the development of this plan are:

· Project Management Institute (PMI©) – PMBOK© 2003 Edition

2. Risk Management Strategy, Tools and Methods

2.1. Risk Management Strategy

The purpose of the risk management strategy is to minimize the negative risk impacts and maximise the positive (opportunity) risks identified for the project so that project objectives are met.  This will be achieved by following a structured process utilizing the tools and techniques described in this plan, whilst ensuring the efforts of risk management activities are appropriate for the importance of the project. its partners and <CUSTOMER>.  
The risk management activities are:

· Risk Management Planning – determine the approach to risk management

· Risk identification - identify all known project risks

· Risk Analysis - perform an assessment of the probability of occurrence and potential impact

· Risk Response Planning - create action plans to manage the identified risks

· Risk Monitoring and Control – monitor, review and update risk status and plans

· Risk Closeout – document lessons learned  

Risk management is an iterative process, beginning in the Initiation phase of a project and concluding at Project Closeout.

A non risk adverse philosophy will be applied during the process while remaining in compliance and aligning with the project objectives regarding financial, contract and legal, schedule, performance, resources, quality and customer satisfaction. 

2.2. Risk Management Tools and Outputs

The following tools will be used to support and document outcomes from the risk management process on this project:


	Risk Management Activity
	Risk Management Tools and Outputs

	Risk Management Planning
	Risk Management Plan

	Risk Identification
	

	Risk Analysis
	 Risk Log 

	Risk Response Planning
	 Risk Log 

	Risk Monitoring and Control
	 Risk Log 


The physical storage location of the risk management plan and other risk-related documents will be the Project Index maintained by the <PROJECT NAME> Project Manager.  

Scope of Risk Management Effort
The Risk Policy describes the minimum activities required of the risk management process, and these are reflected in this plan.  For the <PROJECT NAME>, Risk Management activities will focus on three primary areas:

1. Risk which have the potential for a negative impact to the project objectives, specifically in terms of schedule, cost, scope or quality.

2. Those risks that are common across multiple component projects, impact multiple projects or impact the overall <PROJECT> program objectives.

3. Any risks which have a negative impact on <Priority Risk/Project Area>  will be considered Very High priority with Avoidance as the default response strategy. 

2.3. Risk Identification

The risk identification activity will:

· Commence at the Initiation of a project for those that are not currently active, be repeated at intervals as defined in the Monitoring and Controlling section of this plan and conclude at Project Closeout.

· For projects already active, take place through scheduled project review sessions.

· For all projects, continue to be identified throughout the project via the use of weekly project status reports and periodic Risk Audits.

· Be included as part of the <PROJECT> Integrated Change Management process. As change requests are submitted, they will be assessed for risk and impact to the program at several key points in the process since such requests are often a key source of project risk.

· Identify a comprehensive list of potential risk events that have a negative (threat) or positive (opportunity) impact on the <PROJECT NAME> objectives and/or the <PROJECT> program. 

The following risk sources will be considered to ensure thoroughness in the identification process:

	Engagement Definition
	Client Commitment
	Technology - Hardware & Software

	Legal & Contractual
	Project Schedule
	Complexity

	Commercial Issues
	Duration
	Related Projects

	Political Considerations
	Project Budget/Financial
	<CUSTOMER> divisions and internal entities

	Regulatory Issues
	Communications
	Sub-contractors

	Industrial Relations
	Resources
	Suppliers

	Occupational Health & Safety
	Vendor Experience & Capability
	Market Action


Note: Additional risk sources and categories may be identified and incorporated into the risk log as needed during the <PROJECT> program.
The following techniques may be used to further identify risks: 
· Checklists - Risk Management Checklist

· Examine each element of the project Work Breakdown Structure (WBS)

· Analogy - review risk management efforts from similar projects

· Analogy - examine lessons learned documents or databases

· Interview subject matter experts

· Interview stakeholders – customer, subcontractor, supplier, third parties.

· Examine project specific sources of risks within related documents including but not limited to: 

· project schedule and critical path

· resource responsibility matrix

· scope statements

· requirements specifications 

· design specification 

· SOW 

· contractual agreements

· Group Process Techniques:

· Brainstorming

· Delphi Technique 

· Nominal Group Technique

· Risk Identification workshop

The effectiveness of the entire risk management process is only as good as the quality and specificity of the risk event statements. There are three recommended general formats:
              
        1.    "_________ may occur during _________, thereby causing an impact to _________"              
        2.    "If ___________ occurs, then an impact to ________ will occur"              
        3.   If (cause) does/does not happen, then (risk event) will occur with result that (impact) will take place
       
          

Risk event statement guidelines:                   
               -  Include no questions               
               -  Include no action items          
               -  Use complete sentences              
               -  Be as specific as possible              
               -  State the risk and the area of impact              
               -  Think about ability to quantify risk event impact.
               -  Assumptions can simply be submitted as a concise sentence. 

NOTE: All Assumptions will be treated as risks and should be documented.

2.4. Risk Analysis

Risk Analysis is primarily concerned with determining which risk events warrant response, and will cover three categories

· Qualitative – to assess the impact and likelihood of the risk event impacting project objectives using standard probability and impact labels defined in the risk tool

· Quantitative – to assess the impact and likelihood of the risk event through mathematical methods

· Prioritization – to narrow the focus of the risk management effort to gain the greatest positive impact on the project for the applied resource effort

Analysis will be determined considering project costs (level of effort, labor rates, task duration, direct materials, equipment, and tools) and project schedule (resource shortages, duration expansion, delays). Where specific values are not provided, standard rates and costs will be used as agreed to by <CUSTOMER>.

Probability and impact estimates will be based on information derived from: 

· Estimates

· Expert judgment – Consultants, Stakeholders, Professional associations, Industry groups

· Risk Assessment questionnaire

· Decision Trees

· Network diagram - analysed to assess impacts due to path convergence (parallel activities) and dependant activities

2.4.1. Qualitative Analysis

Qualitative Analysis will determine probability of occurrence and magnitude of impact using the standard labels defined in the risk tool to derive an overall risk rating for each identified risk event.

2.4.2. Quantitative Analysis

Quantitative Analysis will use the probability percentage associated with the chosen probability label in the risk tool and estimate the magnitude of the impact to determine the Expected Value (EV = Probability x $ Impact) at a minimum for those risks with an overall risk rating of “HIGH”.  Where it is not possible to provide a quantitative $ impact, a narrative impact description will be given.

2.4.3. Risk Prioritization

Analyzed risks will be prioritized to identify the top risks with threats and opportunities ranked separately based on the Qualitative overall risk rating and Quantitative expected value rating.  When selecting the top risks, consideration will be given to those risks with overall rating of “HIGH” as well as risks that are important to the customer or other stakeholders after examining the following information sources:

· Scope statements

· Requirements specifications 

· Design specification 

· SOW 

· Contract Agreements

· Stakeholders

Where further ranking differentiation and filtering is required the following techniques will be applied:

· Comparative Risk ranking 

· Filtering – as defined in the appendix of this plan

The remaining risks that will not be the focus of immediate risk management effort will be reconsidered at intervals defined in the Monitoring and Control section of this plan.

2.5. Risk Response Planning

Risk Response plans will be developed for both threats and opportunities for each risk selected from the prioritization process, at a minimum, for those risks with an overall risk rating of “HIGH”.  Response strategies will be those listed in the risk tool. Response plans will be integrated with the component project plans, be recorded in the Risk Log and document the following:

· The risk owner who is the person responsible for managing the response plan 

· The risk response strategy that will be used

· The description of the mitigation or contingency plan

· Any stakeholders impacted by the risk

· Other projects impacted by the risk

· <PROJECT> objectives impacted by the risk

· The cost of the risk response (if available)

To ensure efficient expenditure of risk management effort for related risks, a risk response matrix will be used to identify priorities and select a primary response plan that is effective for more than one risk. 

2.6. Risk Monitoring and Control

The process will include a risk assessment at the end of each major activity to review the identified risks for the next set of activities.  The purpose of this assessment is to review and plan for potential risks identified in the Risk Log, identify new potential risks, and reassess the status and response strategies for previously identified risks.  

The following monitoring intervals will be applied starting at the Initiation phase and concluding at Project Closeout for all active projects. Where meetings are conducted to facilitate risk monitoring and control activities, the meeting facilitator will designate a person to take Minutes.  All meeting Minutes should be sent to the Integrated Risk Manager and <PROJECT> Communications Manager and the corresponding Project Lead(s).  Minutes will be posted and distributed in accordance with the <PROJECT> Communication Plan.

· The Project Manager will schedule and conduct a weekly meeting with the  Project Lead  to review the risk status for those <PROJECT NAME>  risks with an overall rating of “HIGH” or “VERY HIGH”

· Monthly review of risk status for all identified <PROJECT NAME> risks will be conducted by the Project Manager and the Project Team.

· Weekly internal review of high and very high impact risks, overall project risk status and identification of new risks will be scheduled and conducted by the <PROJECT NAME> component Project Manager with the project team members attending.

· Review risk status at major project milestones – conducted by <PROJECT NAME> component project managers and track managers.

· Review risk impacts as part of the <PROJECT> Integrated Change Management process – facilitated by the <PROJECT> Integrated Change Manager with the participation and input of the <PROJECT> Integrated Risk Manager and the <Project Name> Project Manager.

· Quarterly management review of risk status with <CUSTOMER> Program executives.

The following metrics will be used to trigger that a risk event may occur and invoke the risk management process: 

· Cost variance (if available)

· Schedule variance

· Changes in forecast project end date

· Changes in schedule float

· Changes in stakeholder attitude

· Earned value variance (if available)

At the monitoring intervals, the activities performed will be: 

· Update and document risk probability, impact, priority, thresholds, response plans, and overall status.

· Review the execution of risk plans and evaluate their effectiveness in reducing risk.

· Integrate updated risk response plans with the associated component project plan.

· Re-analyze residual risks previously filtered out. 

· Identify new risks or opportunities and apply the risk management process.

· Document lessons learned.

The results from Monitoring and Control will be documented as defined in the reporting and communication section of this plan.

2.7. Assumptions and Constraints

· <CUSTOMER> and the associated partners and agencies will be supportive of and participate in Risk Management activities, particularly Risk Identification.

· All component projects will perform some level of risk management activities.

· Timely and relevant weekly status reports will be provided by all component Project Managers and will include a section on Risk. 

· The level of knowledge and experience with Risk Management varies by program resource.

· Accurate cost information will be supplied for any risks where quantitative analysis (i.e. Earned Value) is required or requested.

· All persons responsible for managing risk on the project will complete Risk Management training early in the project life cycle.

3. Roles and Responsibilities
The roles and responsibilities for this risk management plan are: 

	<PROJECT> Integrated Risk Manager (Program Level Accountability)

	<PROJECT> Project Sponsor/Executives/Key Stakeholders  (Consulted/Informed as indicated below)

	
	
	<PROJECT NAME> Project Manager

(Project Level)
	<PROJECT NAME> Project Team Members

(Project Level)
	 Track Managers

(Project Level)
	Project Sponsor/Executives/Key Stakeholders  (Program Level)

	Risk Mgt Plan
	
	A,R
	R
	C
	C

	Identification
	
	A,R
	R
	C
	C

	Analysis
	
	A,R
	R
	I
	I

	Response Planning
	
	A,R
	R
	I
	I

	Monitoring and Control
	
	A,R
	R
	 
	 

	Reporting
	
	A,R
	R
	I
	I

	Lessons Learned
	
	A,R
	R
	C
	C


Notes:  
1. Component Project Managers are responsible for the Risk Management Plan and Risk Management activities on their projects.

2. Legend:   
· ‘R’esponsible – those responsible for carrying out the process or the function, these are the” doers”. 
· ‘A’ccountable – also known as the Approval. Possesses decision making authority. Can have shared responsibility in some cases.  Sometimes called “Buck stops here” role.
· ‘C’onsulted – Input required from these people before moving forward, those impacted by the results where buy-in is required.  
· ‘I’nformed – Don’t provide input but need to know what is happening.  Their duties could be impacted by what other people are doing.

 
The names of the persons performing the above roles are:

	Role
	Name

	Integrated Risk Management Lead
	

	Project Executives
	

	 Project Leads
	

	Component Project Manager
	<Project Manager>

	Component Project team members
	See current <PROJECT NAME> Project Directory


3.1. Risk Stakeholders

	Stakeholder
	Name

	 Program Manager
	

	 Project Lead(s)

Project Sponsor

Project Manager

Agency Point(s) of Contact
	<Name>

<Name>

<Name>

<Names>

	
	


3.2. Training

· A series of Risk Management workshops will be created and delivered periodically on a schedule to be determined by the <PROJECT> Integrated Risk Manager to ensure understanding of and support for the role of Risk Management in the <PROJECT> program.

· The training will be targeted to specific audiences as needed, i.e. Senior Management, Track Managers and Project Managers within <CUSTOMER>,  and Vendors. 
· Attendance will be mandatory for the <PROJECT NAME> Project Manager and team members responsible for risk management or who require formal risk management training.
· The objectives of the workshops are to educate on the benefits of Risk Management, the roles and responsibilities associated with Risk Management for the <Project Name> and the <PROJECT> program, the process which will be followed through the <Project Name> life-cycle, and provide hands-on experience with the tools and methods.

3.3. Resources

· Risk Management Tools and Templates

· Weekly Component Project Status Reports

· Periodic Risk Audits

· Project Change Requests

· Project Quality Reviews

· Project Plan outputs (i.e. SOW, Scope Statement, WBS, Schedule, Risk log)

· Project key stakeholders

4. Thresholds

Risks which affect schedule or cost will be analyzed on a case by case basis and compared to their role in obtaining or obstructing the overall project objectives.

Specific thresholds and/or constraints with regards to scope, schedule, and budget will be identified for the project and considered when determining risk impact and the development of risk response strategies.

5. Budget

A risk budget (or reserve) will be established at the Task Order level during the scope and costing development and will be built into the financial model and baseline. Control of the risk reserve will be the responsibility of the <PROJECT> Integrated Risk Manager, with authorization to release risk funding coming solely from the <PROJECT> Program Director.

When determining the overall budgeted risk costs for each component project, consideration should be given to the following:

· Lifecycle position

· Estimating approach

· Type of Contract (Fixed price or Time and Materials)

· Threat exposure

· Opportunity leverage

· Risk tolerance levels

· Risks accepted

· Consequences of overruns

· Lessons learned

6. Timing & Schedule

At the <PROJECT NAME> project level, Risk Management will be performed beginning with the Initiation Phase if not an active project or during a project review if an active project and continuing through program closeout.

The occurrence of risk management activities within the process will be as stated in this plan.  Triggers to action risk response plans will be integrated into the <PROJECT NAME> Project Plan and Project Gantt.

7. Reporting and Communication

The primary reporting tools for Risk reporting at the <PROJECT NAME> project level will be the <PROJECT NAME> Risk Log and the Risk Management Tool ().  For the <Project Name> project, weekly status reports and risk logs will be maintained. The Risk Log and associated risk reports will be stored on eRoom (<CUSTOMER>) and Share Point (). Distribution of reports will be in accordance with the <PROJECT> Program Management Communication Plan.

	Information
	Report type
	Report Owner
	Frequency
	Audience

	Risk identification, Qualitative and Quantitative analysis, Planning, and Tracking
	Risk Log, , Risk Identification Worksheets
	< Project Manager> 
Integrated Risk Manager owns for Program.
	Updated and posted weekly at a minimum on eRoom and Share Point.
	All <PROJECT NAME> Project Team members and 

	<PROJECT NAME> Project Risk Status
	Weekly Project Status Report
	      <Project Manager>
	Weekly
	Track Managers, ,  and Agency contacts.

	<PROJECT> Program Risk Status 
	<PROJECT> Program Status Report
	
	Weekly
	<CUSTOMER> and  Senior Management

	<Project Name> Lessons Learned
	Project Lesson Learned report
	       <Project Manager>
	Project closeout
	Component Project Managers, Integrated Risk Mgr, Track Mgrs, Program Executives.


8. Appendix

8.1. Risk Response Matrix.

The Risk Response matrix can be used to identify, prioritize and select a primary response plan which is effective for more than one risk thereby ensuring efficient expenditure of risk management effort. 

For each risk response plan identified for each risk, consider whether it is an effective response plan for other risks. Select the primary response plans to control the risks. In the example below, the response plan for risk B is also effective for risk D and the response plan for risk E is also effective for risk A. Therefore the selected primary risk response plans are B, C and E.

	
	Response Plans

	Risks
	Risk A Response Plan
	Risk B Response Plan
	Risk C Response Plan
	Risk D Response Plan
	Risk E Response Plan

	Risk A description
	Yes
	
	
	
	Yes

	Risk B description
	
	Yes
	
	
	

	Risk C description
	
	
	Yes
	
	

	Risk D description
	
	Yes
	
	Yes
	

	Risk E description
	
	
	
	
	Yes


8.2. Risk Filter Decision Tree
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Risk Filter Decision Tree

The risk filter decision tree can be used to assist prioritising risks for immediate risk management effort. It 

may require tailoring to produce results aligned to the risk management strategy defined for the project.
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8.3. Risk Management Process Overview


