
Schedule 4 Business Requirements Questionnaire

Please insert responses to each question in the space provided and save the completed document in Microsoft Word 2007 or earlier format.  

A. Solution Overview

	Contact Management

	1.1. 
	Please specify your contact management solution including name, version number, architecture, standard features etc

	

	1.2. 
	Please specify the channels your solution supports and confirm if all channels are managed off the same platform.

	

	1.3. 
	Are you the prime vendor of this solution or a value added reseller?  If you are a reseller, please describe your relationship with the prime vendor.

	

	1.4. 
	If you are not the creator/vendor of this solution, what commitment is the prime vendor willing to make to support the solution in the event that you cease to support this solution?

	

	1.5. 
	If you are the prime vendor of this solution, what guarantees are you willing to provide to ensure the long-term support and maintenance of your proposed solution?

	

	IVR

	1.6. 
	Please specify your interactive voice response solution including name, version number, architecture, standard features etc

	

	1.7. 
	Are you the prime vendor of this solution or a value added reseller?  If you are a reseller, please describe your relationship with the prime vendor.

	

	1.8. 
	If you are not the creator/vendor of this solution, what commitment is the prime vendor willing to make to support the solution in the event that you cease to support this solution?

	

	1.9. 
	If you are the prime vendor of this solution, what guarantees are you willing to provide to ensure the long-term support and maintenance of your proposed solution?

	

	Workforce Planning 

	1.10. 
	Briefly describe your work force planning solution including name, version number, architecture, standard features etc

	

	1.11. 
	Are you the prime vendor of this solution or a value added reseller?  If you are a reseller, please describe your relationship with the prime vendor.

	

	1.12. 
	If you are not the creator/vendor of this solution, what commitment is the prime vendor willing to make to support the solution in the event that you cease to support this solution?

	

	1.13. 
	If you are the prime vendor of this solution, what guarantees are you willing to provide to ensure the long-term support and maintenance of your proposed solution?

	

	Call Recording

	1.14. 
	Briefly describe your call recording solution including name, version number, architecture, standard features etc

	

	1.15. 
	Are you the prime vendor of this solution or a value added reseller?  If you are a reseller, please describe your relationship with the prime vendor.

	

	1.16. 
	If you are not the creator/vendor of this solution, what commitment is the prime vendor willing to make to support the solution in the event that you cease to support this solution?

	

	1.17. 
	If you are the prime vendor of this solution, what guarantees are you willing to provide to ensure the long-term support and maintenance of your proposed solution?

	

	Solution Architecture

	1.18.    
	Please provide an overview of the solution architecture and confirm whether it you are proposing a hosted, managed service, premise based or blended architecture.

	

	1.19.   
	Please provide a network design for connection your solution into the DEEWR/FWO data and voice network.

	


B. Contact Management System Details

	Capacity

	2.1
	Detail any capacity limitations of the solution including limitations relating to: 

· agents

· remote agents

· supervisors

· trunks

· data network bandwidth

· queues

· number ranges

· IVRs

· busy hour incoming calls

· busy hour outgoing calls

· recorded voice announcements

· emails

· faxes

· web chats

· other

	

	2.2
	How many agents can the proposed solution simultaneously support?

	

	2.3
	How many named agents can your solution support?

	

	2.4
	Can your solution support remote agents?  How is this achieved?

	

	2.5
	Can your solution be scaled up and down (by an estimated 100 agents) for short periods of time (days, weeks, months)? How is this achieved? Are there any limitations to the quantity of agents that can be scaled up or down?

	

	2.6
	How does your solution handle call overflow when business thresholds are not being met? Please note that in this scenario, additional agents are likely to be sourced from people who work in the wider FWO (who operate off the telephone infrastructure detailed in Appendix 2) rather than within the FWIL (whose telephone infrastructure is to be provided as part of your proposed solution). 

	

	2.7
	Does your solution provide the ability to silently monitor audio calls remotely? 

	

	2.8
	Please describe any additional features/modules within your solution? (Please limit to 2 pages). 

	

	Telephone Infrastructure 

	2.9
	Can your solution provide the basic telephone infrastructure?  Provide an overview of your proposed telephone infrastructure.

	

	2.10
	What handsets (make and model) do you propose to utilise?

	

	2.11
	Provide details of any specific component, hardware, telephone lines etc that you require FWO to provide as part of your proposed solution.

	

	2.12
	Detail the type of telephony lines or services you propose at each geographic location. 

	

	2.13
	Who will be the carrier utilised for your solution?

	

	2.14
	Does your solution provide the ability for staff to have a standard office telephone service when not on active contact centre duty? If so, provide a brief description of what functionality is provided and how the solution works when the staff member is on active duty.

	

	2.15
	How many phone lines will agent staff need to be able to log into your contact centre solution and receive direct extension calls?  There is a requirement for staff to be able to make outbound personal calls from their desk (and not have these calls recorded). 

	

	2.16
	Please detail the voicemail services provided by your telephone infrastructure.

	

	2.17
	Detail capabilities for hunt groups and other facilities or features that could be utilised if a failure occurs with the Contact Centre Telephony Solution to provide a base telephone service to clients. 

	

	2.18
	How will voice quality be guaranteed within your solution?

	

	2.19
	Provide details of any specific configuration, components or setup requirements you have on DEEWR/FWO infrastructure.

	

	2.20
	What service levels will be provided with your telephone infrastructure solution? How are they achieved and what credits or rebates are you willing to contract for non-achievement?

	

	2.21
	Does your solution block the Caller ID on outbound calls?

	

	2.22
	Please describe any additional features/modules within your solution? (Please limit to 2 pages).

	

	Telephony Interfaces

	2.23
	Can your solution interface with the current telephony environment as specified in Appendix 2? Describe how this is achieved including providing full details of interfaces supported by your solution.  This should include a network connectivity map showing how your solution will hook into the FWO network.

	

	2.24
	What, if any, are the limitations of your interface?  Specifically can you confirm that your solution can:

· Allow agents to transfer to queues (both warm and cold transfers) 
· Transfer calls to on-system individuals (both warm and cold transfers)
· Transfer calls to internal extensions (off the system) (both warm and cold transfers)
· Transfer calls to external numbers (both warm and cold transfers)
· Place calls on hold
· Hold three-way conference with either an on-system party or an off-system party

	

	Handsets / Headsets / Softphone

	2.25
	Can your solution use the existing FWO headsets (see Appendix 2)?



	

	2.26
	Can your solution use the existing FWO Cisco handsets (see Appendix 2)? For example, when additional staff need to log on for peak period management? 

	

	2.27
	Does your solution have a softphone interface?  Please provide details.

	

	2.27.1
	Does the softphone console provide a single interface for inbound calls, web chat, emails and outbound calls? Please describe.

	

	2.27.2
	Describe what information is available to the agent on the standard softphone console (even if the CLI is not available).  Please provide details e.g. queue, queue statistics, customer time in queue, individual agent metrics (e.g. average talk time, adherence etc).

	

	2.27.3
	Does the softphone console allow agents to click to call when talking to a web chat customer? Please describe. 

	

	2.27.4
	Does the softphone console allow agents to transfer, consult or place on hold during an inbound and an outbound call? 

	

	2.27.5
	Can the softphone console provide agent current daily stats.  For example, number of calls/emails/web chats handled, after call work, total time on hold, on call time, adherence.

	

	2.27.6
	Can the softphone console be customised?  Please provide details.  For example, there is a desire to have core system status information delivered through the console e.g. Nexus: Down, Infra – (EMC Ionics): Up etc

	

	2.27.7
	Can the softphone console provide information about queue statistics (e.g. number of calls in queue, longest wait) for escalation queues prior to transfer into escalation queues e.g. level 2 advisors?

	

	2.27.8
	Does your solution allow for visual/auditory alerts / alarms to be set up?  Provide details.  For example, there is a desire for agents to receive a visual alert when the customer has been on hold for a period of time.  

	

	2.28
	Please describe how your solution handles the logging of call, email, web chat outcomes.  Please identify how many contact outcomes can be logged without customisation.  For example, the FWO often handles enquiries about multiple topics; there is a desire to log all topics (against a standard set) about which a customer called. 

	

	Login / Agent States

	2.29
	Describe how agents log in and out of your solution?

	

	2.30
	Does your solution provide dynamic logins (i.e. can agents use the same login ID regardless of the station from which they work)?

	

	2.31
	Does your solution allow a standard post-call processing time to be applied after every call?

	

	2.32
	How does your solution handle manual override of post-call processing? For example, can agents manually override if they are ready sooner?  Can agents manually extend post-call process tie if longer processing time is required? 

	

	2.33
	Describe all the states an agent may select.  Are these customisable and are there any limitations?  

	

	2.34
	Does your solution have a ‘time out’ feature to automatically log an agent off if there has been no activity for a period of time?

	

	2.35
	Does your solution allow team leaders to change the state of an agent (for example, can a Team Leader change an agent from “Not Ready” to “Ready”)?  Provide details.

	

	2.36
	What happens to a queue if there are no agents logged on to handle calls?

	

	2.37
	Can agents be warned / prevented from moving from a ready to a non-ready state if they are the only person logged onto a specific queue / routing path?  

	

	2.38
	What happens to a call in a queue once the last agent available has placed himself or herself in a non-ready state?  Is there the flexibility to set up contingency routing paths?

	

	Computer Telephony Integration (CTI)

	2.39
	Describe what CTI functionality your solution provides.  

	

	2.40
	Can your solution provide screen pop of caller details based on caller line ID?  If yes, describe how this is achieved.  [Note this integration may be a future requirement for the system but is not within the scope of the initial implementation.]

	

	2.41
	Describe the standard interfaces provided by your solution for integration into agent desktop applications.

	

	Infra – (EMC Ionics) (See Appendix 3)

	2.42
	Can your solution provide a screen pop of the Infra – (EMC Ionics) ticketing systems (see Appendix 3 for more information)?

	

	2.43
	Can your solution pre-populate information into the Infra – (EMC Ionics) ticket based on either information entered by the customer (future requirement) or information captured (e.g. CLI, queue etc)?

	

	2.44
	Can your solution automatically add the call recording ID into a field in the Infra – (EMC Ionics) ticketing system? Note: Desired requirement

	

	2.45
	Can your solution automatically add a web chat ID into a field in the Infra – (EMC Ionics) ticketing system? Note: Desired requirement

	

	2.46
	Can your solution pre-populate information into the Infra – (EMC Ionics) ticket based on information entered by the customer during a web chat initiation (see Appendix 3 for more information)?  

	

	2.47
	Can your solution pre-populate information into the Infra – (EMC Ionics) ticket based on the email form entered by the customer during an email initiation (see Appendix 3 for more information)?

	

	2.48
	Can your solution write call outcome data to into the Infra ticket?

	

	2.49
	Can your solution provide a transcript of the recorded call and/or web chat into Infra (for editing by the Agent)? Not a mandatory requirement.

	

	NEXUS (future requirement) (See Appendix 3)

	2.50
	Can your solution provide a screen pop of the Nexus system (see Appendix 3 for more information)?

	

	2.51
	Can your solution pre-populate information into the Nexus based on either information entered by the customer (future requirement) or information captured (e.g. CLI, queue etc)? 

	

	2.52
	Can your solution automatically add the call recording ID into a field in Nexus?

	

	2.53
	Can your solution automatically add a web chat ID into a field in Nexus?

	

	2.54
	Can your solution pre-populate information into Nexus based on information entered by the customer during a web chat initiation?  See appendix 3 for more information. 

	

	2.55
	Can your solution pre-populate information into Nexus based on the email form entered by the customer during an email initiation (see Appendix 3 for more information)?

	

	2.56
	Can your solution write call outcome data to into the Nexus system?

	

	2.57
	Can your solution provide a transcript of the recorded call and/or web chat into nexus (for editing by the Agent)? 

	


C. Multi-Media Agents

	3.1
	Does your solution allow business rules to be set around making/receiving/transferring calls when on admin, email, web chat? Please describe. 

	

	3.2
	Can your solution provide the following functionality “Click to call” or “Click to chat” from the FWO website (see Appendix 3 for more details) as part of its standard offering. 

	

	3.3
	Future Requirement: Please describe how your solution can, or is developing tools to, manage social media interactions.  Specifically Facebook, twitter and YouTube. (Please limit to 2 pages.)

	

	3.4
	Future Requirement: Please describe how your solution handles SMS.  Specifically how it handles outbound SMS campaigns and its capability to handle inbound SMS responses from the customer (to a generic address not individual’s mobiles).

	

	Web Chat

	3.5
	Can your solution capture customer details prior to web chat initiation?  Please provide details.

OR 

Can your solution interface with the FWO website (see Appendix 3 for more details) to provide the web agent with details captured in the existing web form?

	

	3.6
	Can your solution route web chat based on the customer information captured?  Please provide details.

	

	3.7
	Describe how your solution manages web chats including full details of how chats are queued and what information is provided to queued customers (e.g. expected wait; position in queue; out of hours management etc).

	

	3.8
	Please describe the functionality provided to agents in your web chat solution.  For example, current functionality includes ability to set global business rules about the number of chats are any one point in time, change whether chats are push or pulled from the queue by agents, spell check and re-format responses as well as cut and paste.

	

	3.9
	Can a web link be cut and pasted into a web chat for a customer to click through to.  For example, when directing a customer to a specific industrial instrument there is a desire to navigate the customer to the right page through a link rather than explanation.

	

	3.10
	Please describe how web chats can be tagged within your solution e.g. with wrap up or disposition codes, agent name etc

	

	3.11
	Please describe how agents/team leaders/supervisors can search for an historical web chat when a customer calls back?   Can non multi-media (web chat) agents search for historical chats?

	

	3.12
	Does your solution allow for standard responses to be stored for cut and paste into web chats?  Are these responses editable once pasted into a current web chat?  Are there any limits on the number of standard responses that can be stored within your solution? 

	

	3.13
	What alerts does your solution provide agents when a web chat arrives?

	

	3.14
	How does your solution manage web chat escalations?  Please provide details of any capability to create visibility of who is available for web chat escalations (through the system).

	

	3.15
	Can your solution automatically email customers a transcript of the web chat when a chat is completed?  

	

	3.16
	Does your solution have capability to provide a post-chat survey to customers?  Please describe.

	

	Email

Note: email workflow is currently managed within the Infra – (EMC Ionics) ticketing system.  This workflow management is currently out of scope but FWO would like to understand the channel management capabilities within your solution.

	3.17
	Can your solution interface with the FWO website (see Appendix 3 for more details) to utilise the existing web form for email initiation? 

	

	3.18
	Can your solution route emails based on the customer information captured?  Please provide details.

	

	3.19
	Describe how your solution manages emails.  For example, can business rules be set about the number of emails per agent at one point in time, change whether emails are push or pulled from the queue by agents.

	

	3.20
	Please describe how agents/team leaders/supervisors can search for a previous email interaction when a customer calls back?   Can non multi-media (email) agents search for historical emails?

	

	3.21
	Does your solution allow for standard responses to be stored for cut and paste into emails?  Are there any limits on the number of standard responses that can be stored within your solution? 

	

	3.22
	What alerts does your solution provide agents when an email arrives?

	

	3.23
	Please describe your solution’s email workflow capability.

	


D. Routing Options

	4.1
	Provide full details of all routing options available in your system including (but not limited to) routing based upon:

· Call priority
· Caller wait time
· Agent time on ready
· Agent skills
· Caller line ID
· IVR menu selection
· IVR input of customer ID 
· Web chat input of customer ID
· Email address of customer
· Contact Type (e.g. incoming call; outgoing call; email; chat; etc)
· Previous contact history
· Other

	

	4.2
	Does your solution allow routing priorities to be set up so that the longer the caller/web chat has been waiting the wider the pool of agents made available to handle the call?  Provide details.

	

	4.3
	Does your solution allow a routing matrix to be established which takes into accounting different routing strategies and priorities (e.g. skills, contact channel, contact type etc)?  Provide details.

	

	4.4
	Does your solution provide the ability to seamlessly blend web chat, email, inbound and outbound call traffic based upon queue parameters and agent skills?  Provide details.

	

	4.5
	Does your solution provide the ability to allocate calls to agents based on skills and availability?  Provide details.

	

	4.6
	Does your solution allow routing strategies to be changed dynamically without agents having to log out of the system?  Provide details.

	

	4.7
	Does your solution allow different callers and/or call types to be allocated different priorities?  Provide details.

	

	4.8
	Does your solution allow agents to mark themselves as “not available” to handle one channel (e.g. inbound calls) when they are handling other channels (e.g. email, or web chat communications)?  Provide details.

	

	4.9
	Does your solution provide any additional routing functionality? 

	

	Recorded Voice Announcements

	4.10
	Can you provide a ‘voice talent’ for the recording of voice announcements (RVAs) for FWO?  Please provide details, including timelines to turnaround an RVA.

	

	4.11
	Provide details of the options that are available to record and store queue based RVAs.  

	

	4.12
	Describe the RVA capacity available in your solution, including details of any limits to the number of messages that can be loaded for each routing path.

	

	4.13
	Does your solution allow after-hour’s RVAs to be scheduled to activate at set times each day?  Provide details.  Is there an automatic adjustment of this for daylight savings times?  How does this work across a multi-state operation?

	

	4.14
	How does your solution manage messaging for public holidays?

	

	4.15
	Does your solution allow after-hours RVAs to be scheduled to switch off at set times each day provided that there is at least one agent logged into the queue?  Provide details.  Is there an automatic adjustment of this for daylight savings times?

	

	4.16
	Does your solution allow a single action to activate an “emergency” RVA across all queues?  Provide details.  Can this message be activated remotely?

	

	4.17
	Describe how RVAs can be set up in your solution and the ease with which they may be modified and customised.

	

	IVR Functionality

	4.18
	Describe the IVR functionality offered by your solution.

	

	4.19
	During peak load periods, can a caller be routed to an IVR menu where they can input their phone number and a suitable call back time or retain their place in queue?  Can this data be routed to a dialler for automatic call back?  Describe how this is achieved.

	

	4.20
	Does your solution have an ‘estimated time to answer’ function? Can this be enabled and disabled by the FWO?  Please provide details, including the metrics that are used to provide the estimated wait time.

	

	4.21
	Describe how campaigns, IVR and routing solutions are set up in your solution?  

	

	4.22
	Can campaigns, routing and IVR changes be cutover without disruption to other live campaigns and routing?

	

	4.23
	Can campaigns/scripts/routing/IVR be established and changed by non-programming staff?  Provide details.

	

	4.24
	Can the IVR be used to collect data in post-call customer satisfaction surveys?  Provide details.

	

	4.25
	Can routing and scripting responses be collated for later analysis?  Provide details.

	

	4.26
	Describe all data collected by the IVR system.  In what formats can this data be exported?

	

	4.27
	Future Requirement: Can your solution integrate to a look up table to route calls based on customer identification (either by complaint registration number or ABN as an example)?

	

	4.28
	Is your solution able to manage multiple campaigns / scripts simultaneously?  If yes, describe how this is achieved.

	

	4.29
	An optional future requirement may be to confirm a customer’s identity based on their voice print.  Please describe how your solution could handle this (limit to two pages) and any subsequent routing that your solution is capable of providing based on business rules around customer identification.

	


E. Outbound 

	5.1
	Does your solution provide automated dialling? If yes, describe the dialling capability of the solution.

	

	5.2
	Does your solution provide predictive dialling?  If yes, describe the approach to predictive dialling and the pacing methods of the solution.

	

	5.3
	Does your solution allow lists to be uploaded whilst a campaign is live?  Provide details.

	

	5.4
	Does your solution allow agents to be added and removed from a campaign whilst it is live?  Provide details.

	

	5.5
	Does your solution allow for the automated call back of customers as outlined above?  Provide details.  For example, in addition to customers’ registering for a call back can the solution allow agents to lodge a call back request for a Level 2 Advisor to call a customer back and retain their place in the queue or at a specified time?  

	

	5.6
	Can your solution be configured to automatically send SMS messages?  Provide details.

	

	5.7
	Can your solution be configured to automatically send email messages?  Provide details.  For example to send customers an email confirming the industrial instruments used in providing information or to send customers a transcript of a web chat. 

	

	5.8
	Can lists already uploaded to your outbound dialling solution be automatically washed against the Do Not Call Register?  Provide details.

	

	5.9
	Are there any other features of your outbound solution not already detailed above?  Provide details.

	


F. Call Recording

	6.1
	Can your solution provide synchronised call recording and screen capture? Please provide details.

	

	6.2
	Can your solution provide 100% recording of all inbound and outbound (Dialler) calls for the staff specified in Schedule 1? Please provide details.

	

	6.3
	Does your solution provide a stop on demand function?  Please describe, including how the recording is deleted off the system.

	

	6.4
	Can your solution provide on-demand call recording for agents not logged onto the contact management solution (for the staff specified in Schedule 1)?  Please provide details.

	

	6.5
	Please describe what information the call recording is tagged with e.g. queue, time/date, agent etc.  

	

	6.6
	Please describe how historical call recordings can be retrieved, the search capabilities within your solution and any security protocols around access to call recordings. (For example, there is a need to look up recordings based on date/time of call, advisor spoken to, in dial number.)

	

	6.7
	Can your solution continue recording calls on transfer/escalation? Can the segment of the call relating to the escalation be discretely tagged? (For example when a Level 1 Advisor needs to escalate a call to a Level 2 Advisor – the FWO would like to be able to do quality assessment on Level 2 Advisors.) 

	

	6.8
	Does your solution provide the ability to automatically create text transcripts of calls? (For example, this is required when there is a freedom of information request of a transcript required for court proceedings.) 

	

	6.9
	Can your solution randomly select calls for quality assessment? Please describe how this works.  (For example, currently each state has calls assessed on a different day e.g. Sydney calls are assessed on a Monday, 4 calls are randomly selected per Advisor and on average 1 of these calls is assessed per week.)

	

	6.10
	Please describe your quality assessment module. (Please see Appendix 5 for the current quality assessment form.)  

	

	6.11
	Does your solution allow business rules to be set around who can see completed quality evaluations?  For example, can a quality assessor save a call evaluation without distributing it to team leaders, coaches and/or advisors?  Can a quality assessor click to distribute assessment to relevant parties?

	

	6.12
	Does your solution provide the ability to notify Team Leaders/Coaches when a quality assessment has been completed on one of their Advisors? Please provide details.  (For example, quality assessment is done by the QA team they currently email the QA sheet and the call to the Team Leader for review.  The preferred process is that when an assessment is completed the Team Leader receives an alert and assesses the information through the call recording solution.)

	

	6.13
	Does your solution provide Voice Analytics capability?  Please describe details of how this works and the data mining (both past and future) and associated analysis/reporting that can be done using this capability.

	

	6.14
	What capability does your voice solution have in tagging calls for real time assessment and intervention and for historical assessment?

	

	6.15
	Does your solution provide remote access for Agents, Team Leaders and Quality Assessors?

	

	6.16
	Does your solution have any features that enable calibration of quality assessors?  Please provide details.

	

	6.17
	Please provide details of the call recording reporting options.  For example:

· Can your solution apply business rules to quantify qualitative scores (or visa versa)?  

· Can your solution provide details of average scores by agent, team, site or queue? 

· Can reporting be done against criteria (within the aggregate score) as well as on an aggregated score basis?

	

	6.18
	Can the scores from call recording assessments be exported as a CSV file?  What formats do you support?

	

	6.19
	What media formats does your solution support when exporting call recordings, or call recordings plus screen recordings, off the system?

	

	6.20
	Please provide details of your recommended approach to call recording and screen capture storage.  Please note the current solution provides instant access storage to voice recordings for 3 years with calls over 3 years stored in an archived solution for 7 years.

	

	6.21
	Please describe your approach to accessing calls recorded prior to the implementation of your solution (See Appendix 2 for more details of the current solution).



	
	

	6.22
	Please describe your approach to recording calls that have overflowed to the DEEWR voice network (see Appendix 2 for more details of the current solution).

	


G. Workforce Planning

	7.1
	Can your solution provide forecasting for multi-skilled agents across multiple sites across multiple channels? 

	

	7.2
	Please describe how an existing scenario can be built and updated (based on events, updated growth rates, distribution etc).

	

	7.3
	Does your solution offer viewable/configurable seasonality and growth rates?

	

	7.4
	Can your solution provide forecasting in customisable time slots? (For example the current solution counts call volumes in the time slot when a call is answered but records the average handle time in the time slot when a call is finished.  Due to long call handle times this is creating issues in forecasting distribution and workforce management.) 

	

	7.5
	Does your solution allow for special operating hours to be defined e.g. Christmas Eve the FWO only operates between 8am and 12:30pm?

	

	7.6
	Does your solution allow rosters to be built to optimise some or all of: breaks (inc lunch), activities (queues), exceptions (meetings, training etc), shift start/end times? 

	

	7.7
	How far forward can rosters be published?  

	

	7.8
	Please describe how your solution handles changes to published rosters. (For example, rosters are published to staff 6-8 weeks prior but training and ad hoc events are usually scheduled 2-3 weeks prior.)

	

	7.9
	Does your solution allow for individual rosters to be changed without re-running the entire roster?

	

	7.10
	Please describe the Team Leader console.  For example, does your solution allow adherence to be monitored real time, can team leaders make live alterations to roster to accommodate unforeseen circumstances? 

	

	7.11
	Does your solution allow various access levels for moves, adds, changes?  Can you limit this ability to only apply for future instances (i.e. no retrospective adding would be desired for team leaders)? For example, can business rules be set around what team leaders/coaches can add or delete into an agent’s roster?

	

	7.12
	Is there meeting planner functionality within your solution? Please provide details.  Is there are limit on:

· The number of people that can be invited to a meeting
· The number of times a meeting can be edited (e.g. shifting a meeting 15 minutes)
· The staff members that can be scheduled through the solution
· Can specific meetings have pre-set invitees e.g. by team, site, function? 
· How does this work in the live environment e.g. notifying attendees, impacting breaks etc? 

	

	7.13
	Does your solution have a standard interface to integrate with Outlook? 

	

	7.14
	Does your solution provide the ability to record memos/comments against schedules that can be seen by agents/team leaders? 

	

	7.15
	Does your solution offer an online portal for agents?  What services can be managed through the portal? (For example, there is a desire for agents to view their roster online, be able to bid for shifts, self-manage shift swaps, request leave, view statistics etc).

	

	7.16
	How does your solution manage shift swaps across skills, sites, channels?  

	

	7.17
	Can your solution cater for a ‘bidding’ system for shift preferences?  If so, how do agents accrue points within your solution?

	

	7.18
	Please describe how your solution notifies agents of events.  (For example: adherence alerts for training, breaks and other off-phone activity as well as notification of intra-day schedule changes.) 

	

	7.19
	Can your solution manage flex time accrual and business rules to accommodate this into rosters and forecasts?

	

	7.20
	Does your tool enable staff to be rostered based on historical shift data?  

	

	7.21
	Can inputted forecasts be adjusted based on previous intervals variance and/or user defined amounts?

	

	7.22
	Can historical data be based upon events rather than dates? (For example, FWO will need the ability to forecast around the Melbourne Cup and forecast traffic around that event.  Similarly for events that impacted a range of dates.)  

	

	7.23
	Can your solution import historical data from the existing WFP solution (see Appendix 2 for more details)? Please provide details.

	

	7.24
	Can your solution provide historical reporting on actual shrinkage and adherence?  Can rosters be based on historical shrinkage data?

	

	7.25
	Can your solution interface with the FWO payroll system as outlined in Appendix 3, for the following scenarios:

	

	7.25.1
	For the upload of staff information from payroll into your solution.

	

	7.25.2
	So that your solution becomes the tool to manage leave requests and this is synced with payroll.

	

	7.25.3
	Can your solution provide an electronic timesheet export? Can this export be loaded into the FWO payroll system outlined in Appendix 3?  (For example, there is a desire to reduce double entry between the WFP system and the timesheet system.  The timesheet system is used to track flex-time and hours of work.  The desirable scenario is that a time sheet is submitted by the agent and approved by the TL (within the WFP solution) and then exported into the payroll system.)

	

	7.26
	Can your solution provide multiple roster scenarios with costings?

	

	7.27
	Can your solution quantify how inflexible staff requirements are against the forecast demand?  (For example can it track the staffing inefficiency and/or schedule inflexibility?) 

	

	7.28
	Can your solution track schedule compliance for back office staff?  (For example, can your solution track whether back office staff worked their scheduled 7 hours when schedule adherence is not the key metric to track this?) 

	


H. Reporting / System Administration

	8.1
	Please provide details of all the standard reporting provided in your solution.  Please detail the reporting provided for all contact management (inbound, web chat, email, outbound) as well as workforce management and call recording. The current minimum reporting for a single view is detailed in Schedule 4, P, Appendix 4 Reporting Requirements  

	

	8.2
	Can your solution provide single console for management of inbound, outbound, email and web chat?  Please describe how this is achieved, including whether this is standard functionality or a customised feature for:

	

	8.2.1
	System administration of contact routing management

	

	8.2.2
	Team leader supervision of activities

	

	8.2.3
	Agent management of interactions 

	

	8.3
	What real time information can be provided to:

	

	8.3.1
	Agents

	

	8.3.2
	Team Leaders

	

	8.3.3
	Wall boards

	

	8.3.4
	Management

	

	8.3.5
	System Admin

	


	Real Time Metrics Wallboards 

	8.4
	What contact centre metrics displays does your system support?  Provide full details.

	

	8.5
	Can system data be displayed on plasma screens (see Appendix 2 for details)?

	

	8.6
	What metrics can be displayed?  Please describe details.  For example, there are currently challenges with providing relevant information about the multiple queues within the FWO that is visible at a distance to staff.  

	

	8.7
	Please describe how your solution could feed into other real time displays.  For example, via an IPTV solution.

	

	8.8
	Please describe how real time display information can be customised to provide a snapshot of multi-channel and multi-queue performance for wall boards.

	


	Data and Reports

	8.9
	Can your solution provide a single source of the truth of management information for all data from the contact management, call recording and workforce management solutions? (For example, there is a desire to have a single view of agent performance incorporating call metrics, email metrics, web chat metrics, adherence/compliance metrics and quality results.) The current minimum reporting for a single view is detailed in Schedule 4, P, Appendix 4 Reporting Requirements  

	

	8.10
	Please describe how custom historical reports are built in your solution.  (For example, there is a desire to have a ‘drag and drop’ capability to build custom reports by agent, by team, by queue, by site, by centre.) 

	

	8.11
	Can business rules be set within the solution as to who has the capability to build custom reports?

	

	8.12
	Can your solution automatically schedule reports to be run and distributed (via email) to specified users?  Can your solution distribute the reports as a link to a stored report? 

	

	8.13
	Can data be exported off the system?  Are there any restraints as to what can be exported? Please identify what standard formats data can be exported off your solution.

	


	System Administration

	8.14
	Please provide details of your solutions system administration tools. Please identify whether the system administration console is unique for contact management, WFP, call recording or whether there is an integrated interface.

	

	8.15
	Please provide details of your contact routing management solution and how MACs are managed in terms of RVAs, call routing, business rules and agent skills matrices. 

	


I. System Reliability / Business Continuity

	9.1
	Detail what availability / reliability levels you warrant with your system.  How are they achieved and what service credits/rebates are you willing to contract for non-achievement? Please specify your availability / reliability offerings are per component of your solution.

	

	9.2
	Please provide details of any system constraints to maintain [user] speed with regards to the following activities occurring intra-day:
· Downloading/uploading call and screen recordings for assessment

· Re-running rosters

· Running real time or historical reports

· No. of users

	

	9.3
	How do you propose to provide business continuity in the event of a disaster?

	

	9.4
	Describe your data backup facilities and how long, in the event of a complete server failure, it will take for your system to be restored from backup. 

	

	9.5
	In the event of local PC failure, can your solution continue to receive calls?  Describe how this is achieved and what happens if there is a call in progress when the failure occurs.

	

	9.6
	In the event of data network failure, can your solution continue to receive calls?  Describe how this is achieved and what happens if there is a call in progress when the failure occurs?

	

	9.7
	In the event of power failure, can your solution continue to receive calls?  Describe how this is achieved and what happens if there is a call in progress when the failure occurs?

	

	9.8
	What system monitoring tools are provided with your solution?
· Real Time

· Historical

· Business Continuity

	

	9.9
	What components of your solution are actively monitored?

	

	9.10
	Describe the process that will be followed when a component alarms.

	


J. Technology

	Technical Environment

	10.1
	Please provide a technical overview of the proposed solution.

	

	10.2
	Does your solution require any additional hardware to be implemented on FWO/DEEWR site(s)?  If so please provide details of:

	

	10.2.1
	Hardware to be implemented and location(s) it needs to be installed.

	

	10.2.2
	Is this hardware to be supplied by FWO or you?

	

	10.2.3
	Technical details of environmental requirements related to the equipment to be installed including space required, air conditioning specifications, cabling specifications, telecom and data specifications and requirements.  [Note: DEEWR has constraints around equipment installed on their sites. Refer to Appendix 2 for details.]

	

	10.2.4
	Do you have any requirements for access to this hardware? [Note: DEEWR has constraints on access to equipment on site. Refer Appendix 2]

	

	10.2.6
	Please specify the warranty arrangement on any proposed hardware e.g. 12 months onsite or return to base?  Provide details if there are any options to extend the base warranty.

	

	10.2.7
	Are there any administrative tasks that DEEWR/FWO is required to perform? If so, detail the work and the required estimation of effort and skills required.

	

	10.2.8
	Provide detail of the level of hardware redundancy that is proposed in your solution.
Are the parts hot swappable?

	

	10.3
	Does your solution require any additional software to be implemented on DEEWR/FWO site(s)?  If so please provide details of:

	

	10.3.1
	Software to be implemented and locations(s) it needs to be installed.

	

	10.3.2
	Technical details of requirements related to the software to be installed e.g. Server requirements, if not specified in section 10.2.

	

	10.3.3
	Do you have any requirements for access to this software?  If yes, please specify requirements.

	

	10.3.4
	Please specify the warranty and support arrangements that will apply to this software.

	

	10.3.5
	Are there any installation or ongoing administrative tasks that DEEWR/FWO is required to perform? If so, detail the work and the required estimation of effort and skills required.

	

	10.4
	Please provide details of any network connectivity requirements from your solution into the FWO/DEEWR environment. 

	

	10.5
	Can you connect to the FWO/DEEWR environment as per the outline defined in Appendix 2?  Please note any issues your solution may have connecting to the FWO/DEEWR environment. 

	

	10.6
	Provide details of estimate bandwidth your solution will place on the DEEWR network per call centre location.  Include agent and supervisor use of the Contact Management, Work Force Planning, Call Recording components as well as any other relevant components.

	

	10.7
	Please provide the standard bandwidth per user or other calculation that can be utilised to model changes in call centre staff numbers per site and the associated impact it would have on bandwidth requirements.

	

	10.8
	Is there any functionality or tasks that create high network traffic loads on the DEEWR network? Please specify details of the functionality and its impact on the network. 

	

	10.9
	Provide details of the protocol(s) that your solution utilises that will need to transverse the DEEWR firewall(s) and network.

	


	User Desktops

	10.10
	Does your solution operate on the hardware and the standard operating environment as outlined in Appendix 2?  If not, specify the additional requirements needed to support your solution.

	

	10.11
	Does your solution require any software to be installed on the local desktop to operate?  If so, please specify details and the functionality the software supports within your solution.

	

	10.12
	Does you solution need any specific setting on the local desktop? If so, please provide details.

	

	10.13
	Are there any specific hardware or software requirements for system administration desktops? If so, please provide details.

	


	Software

	10.14
	Please detail the licensing of the proposed solution e.g. enterprise licensing, concurrent users or named users.  

	

	10.15
	Does licensing apply to overall solution or is it module based?  If modular, explain which modules are licensed and any restrictions or controls placed over individual modules.

	

	10.16
	Please specify how the licensing is managed within the solution e.g. does the system prevent access once the license limitation is reached?

	

	10.17
	What is the process and frequency for increasing or reducing licensing to met potential changes in FWO requirements. How long does it take to process such changes?

	

	10.18
	Does the solution licensing cover any upgrades or new versions that are released by the provider? If so, are there any limitations or constraints? 

	

	10.19
	Are there any other licenses that are required to be held by FWO to operate your solution?

	

	10.20
	Specify any restrictions applicable to the proposed solution including any restrictions on modifications of licensed software that may impact its use with FWO or the development of interfaces to the solution by FWO.

	


	Access Controls and Security

	10.21
	Does your solution provide the ability for authorised FWO staff to perform user administrative functions to add, delete and modify a user’s access to the solution?

	

	10.22
	If access to the solution is controlled at the vendor level please provided details of how access is requested and the service levels associated with these requests.

	

	10.23
	Does your solution comply with the access control requirements outline in Appendix 2?  If not, document which items it are not covered. If your solution offers an alternative control mechanism please provide details.

	

	10.24
	Please describe how your solution will be built and delivered to ensure that it will comply with the Information Security controls outlined in Appendix 2.

	

	10.25
	Does your solution provide pre-defined definitions for various user categories /types and their level of access to the various components of your solution?  If so: 

	

	10.25.1
	Does DEEWR/FWO have the ability to amend the access rights for any pre-defined user categories / types?

	

	10.25.2
	Can DEEWR/FWO allocate access levels outside these pre-defined categories / types to cater for special one off requirements?

	

	10.26
	Does your solution provide logging of unauthorised access attempts?  Are the logs available to the FWO and if so how are they made available?

	

	10.27
	Does your solution suspend users after a number of failed login attempts? If so, is the number of failed attempts configurable by FWO/DEEWR?

	

	10.28
	Does your solution provide logging of activity by users?  If so what is capability of this and is it possible to optional select levels of logging?

	

	10.29
	Can the solution be integrated so that we have a single sign on with the existing network access

	

	10.30
	Can the solution be integrated to integrate with Microsoft Active Directory and communicator functionality

	


K. Maintenance and Support
	Hardware

Please only answer question 11.1 to 11.7 if your solution requires the installation of hardware.

	11.1
	Would your organisation directly support the hardware installed? If not, who provides support and under what terms?

	

	11.2
	What are your standard hardware support hours of operation?

	

	11.3
	What are the standard response times and restoration times you offer?

	

	11.4
	Where are the location(s) from where hardware support is provided?

	

	11.5
	Detail the spares holdings by location and what (if any) downtime could be expected as a result in delays in delivery spares to site? 

	

	11.6
	Specify any onsite spares you recommend DEEWR/FWO should hold on site(s).

	

	11.7
	Provide details on the limitations, if any, on hardware support provided.

	

	11.8
	If offsite hardware solution please provide details of how you would continue to provide service in event of a hardware failure on your premises.

	


	Software

Please only answer question 11.9 to 11.13 if your solution requires the installation of software within the DEEWR/FWO IT environment.

	11.9
	Would your organisation directly support the software installed? If not, who provides support and under what terms?

	

	11.10
	Provide details of you standard software support offering(s). If there are any variation between the support offered in relation to the modules / components please include details of the variations.

	

	11.11
	What are your standard software support hours of operation?

	

	11.12
	Where are the location(s) from where software support is provided?

	

	11.13
	Provide details on the limitations, if any, on software support provided.

	

	11.14
	Provide details of how software bugs fixes and releases are made within your solution.

	

	11.15
	Are the implementations of releases and enhancements to the solution covered within the proposed arrangement or is there a separate mechanism and charges? If separate, provide details.

	


	Service Level Agreements 

	11.16
	Please confirm your compliance with the following service standards for your solution, incorporating all components.

	

	

	Item
	Sev 1
	Sev 2
	Sev 3
	Sev 4

	Time to Respond
	Immediate
	Immediate
	4 hours
	7 hours

	Progress Report
	30 mins
	Hourly
	2 business days
	3 business days

	Time to Restore
	2 hours
	4 hours
	4 business days
	6 business days

	Please note the definition of the severity of incidents is based on the following:



	Severity
	Impact
	Definition
	Examples

	Sev 1
	Critical
	· Requires immediate corrective action.  

· Problems, which render a system and/or critical functionality unusable.  
	Service or system operation:

· Unplanned system outage (application, network or desktop) affecting multiple users, or users performing critical functionality with no feasible work around

· Critical system functionality is unusable or badly affected with no feasible work around
· Omission of critical functionality from developed applications or Systems.
· Service levels to customers are severely affected, causing significant missed commitments.
Data integrity:

· Loss of production data or data corruption with a critical business impact
· Incorrect documents affecting multiple external customers
· Resolutions resulting in, or potentially resulting in large call losses.
New functionality launches:

· New functionality launch being materially delayed or prevented
· Significant loss of credibility with external customers
· No practical work around

	Sev 2
	High
	· Requires prompt corrective action. 
· Problems severely affecting system usage, service levels to customers. 
· Fault situation, which presents a high threat.  
	· Frequently used system functionality significantly compromised.
· Omission of key specified functionality from developed applications or Systems.
· Partial system outage impacting productivity
· Customer service levels in jeopardy
· Loss of production data or corruption with compounding business impact
· New functionality not fully available
· Incorrect customer documents
· Workaround not feasible and/or expensive.  
· System stability uncertain

	Sev 3
	Medium
	· Requires managed restoration.  
· Problems that do not significantly impair the functioning of the system and do not significantly affect service to customers.  
	· Individual fault where duplicate functionality is available, no significant impact on system function (less than 10% of users affected) or customer.

	Sev 4
	Low
	· Requires managed restoration.  
· No impact to system functionality or service to customers. 
	· Functionality fixed but waiting for a permanent Fix
· No impact on system function or customer
· Field layout


	11.17
	Please specify the standard hours of operations for your Service Desk / Help Desk.

	

	11.18
	Please detail the options you provide to extend services and/or hours of support?

	

	11.19
	Please provide details of how issues are transferred, tracked and escalated between support centres/groups. 

	

	11.20
	What arrangements do you have in place to ensure that you Service Desk / Help Desk is available / contactable during your hours of operation?

	

	11.21
	What service credit or rebate arrangements do you have in place when issues failed to be resolved within agreed SLA’s.

	

	11.22
	What contact methods are available to lodge issues e.g. telephone, mail, website?

	

	11.23
	Provide details of how you would engage and communicate with FWO in event of a high severity incident.

	

	11.24
	Provide details of how you would engage and communicate with FWO for low severity incidents. 

	

	11.25
	Please describe how your solution will be built and delivered to ensure that it will comply with the Information Security controls outlined in Appendix 2.

	

	11.26
	Provide details of the reporting and / or other mechanisms that will be available to FWO to track open, in progress and completed problems / issues.

	


	Moves, Adds, Changes

	11.26
	Please detail the standard service levels offered in relation to service requests. Include details of how you determine complexity and associated timeframes of service requests.

	

	11.27
	If there any limitation place on service requests e.g. volumes, size of change being requested etc? Please specify details.

	

	11.28
	What contact methods are available to lodge issues and service requests e.g. telephone, mail, web site?

	

	11.29
	Are there controls placed on who can raise service requests and problems? Please specify the controls.

	

	11.30
	Provide details of the reporting and / or other mechanisms that will be available to FWO to track open, in progress and completed service requests.

	


L. Implementation

	12.1
	Please provide a high level project plan for the implementation of your solution to include discovery, customisation implementation/transition, training, beta and user group testing, cutover and business continuity support.

	

	12.2
	Please provide an estimated implementation timeframe.

	

	12.3
	Please provide a high level testing plan for the proposed solution.

	

	12.4
	Please detail any actions/activities you require from FWO/DEEWR staff.

	


M. Training and Knowledge Transfer

	13.1
	Are there any local user groups or virtual community based support groups available for the proposed systems?

	

	13.2
	What knowledge transfer programs do you offer?  What access to product experts is provided as part of the solution purchase?

	

	13.3
	Please detail the documentation that is provided about your solution as part of the implementation and how this is kept up to date (with subsequent releases).

	

	13.4
	What training courses are available for this solution?  Please list the 2011 schedule.

	

	13.5
	What training is provided as part of the solution purchase and what is an additional cost?

	

	13.6
	Are there any local user groups or virtual community based support groups available for the proposed systems?

	

	13.7
	Please detail any online tutorials that are available for users and/or system administrators.  What, if any additional cost is involved in these tutorials?

	


Appendix 1: User Functionality
Contact Centre Management System

[image: image1.emf]Role

Agent Supervisor Admin

Inbound Outbound Email Web Chat Blended 

Real time 

monitoring

Histrocial 

reports

Executive Director Customer Contact monitor overall performance whole centre x x

Executive Assistant x x

Director, Contact Centre  monitor overall performance, whole centre + sites x x

Director, National AVR

Assistant Directors (AVR)

Assistant Directors (Customer Contact) monitor overall performacne, sites/teams x x

Team Leaders (FWIL) monitor overall perofrmance teams x x x x x x x

Team Leader (Complaints Registration)

Team Leaders (AVR)

Assistant Team Leaders (FWIL) coaching, quality assessment of calls, some monitoring of individuals x x x x x x

Assistant Team Leaders (AVR)

L1 Advisors First teir support, all channels x x x x x

L2 Advisors Second teir support, call channels x x x x x

Inspectors (Complaints Registration)

Inspectors (AVR)

Inspectors (NDT)

Director Customer Contact Performance x x

Resource Planning Manager WFP team x x x

Workforce Co-ordinators (FWIL) WFP team x x x

Workforce Planner WFP team x x x

Schedule Administrators WFP team x x x

Customer Experience Manager Quality assessment team

Quality Co-ordinator Quality assessment team

Service Communications Co-ordinator Quality assessment team

Quality Assessors Quality assessment team

Reporting Co-ordinator (AVR)

Director , People Development and Projects Support functions

Asst Director, People Development and Projects Support functions

Development Coordinator Support functions

Recruitment Coordinator Support functions

Assistant Director (Written Corro) monitor overall performacne, web chat / email x x

Project Director Support functions

Project Coordinator Support functions

Admin (Vic)

Contact Centre Management


Call Recording System

[image: image2.emf]Role

Recording Assessment Admin

Executive Director Customer Contact Ability search recordings, view assessments x

Executive Assistant

Director, Contact Centre  Ability search recordings, view assessments x

Director, National AVR

Assistant Directors (AVR)

Assistant Directors (Customer Contact) Ability search recordings, view assessments x

Team Leaders (FWIL) Ability search recordings, view assessments 100% x

Team Leader (Complaints Registration) on demand

Team Leaders (AVR) on demand

Assistant Team Leaders (FWIL) Ability search recordings, conduct and view assessments 100% x

Assistant Team Leaders (AVR) on demand

L1 Advisors All calls recorded, view assessments 100%

L2 Advisors All calls recorded, view assessments 100%

Inspectors (Complaints Registration) on demand

Inspectors (AVR) on demand

Inspectors (NDT) on demand

Director Customer Contact Performance Ability search recordings, view assessments, admin system x x

Resource Planning Manager

Workforce Co-ordinators (FWIL)

Workforce Planner

Schedule Administrators

Customer Experience Manager Ability to conduct assessments, search recordings, admin system x x

Quality Co-ordinator Ability to conduct assessments, search recordings x

Service Communications Co-ordinator Ability to conduct assessments, search recordings x

Quality Assessors Ability to conduct assessments, search recordings x

Reporting Co-ordinator (AVR)

Director , People Development and Projects

Asst Director, People Development and Projects

Development Coordinator

Recruitment Coordinator

Assistant Director (Written Corro) Ability search recordings, view assessments x

Project Director

Project Coordinator

Admin (Vic)

Call Recording



Workforce Planning System

[image: image3.emf]Role

Front Line Supervisor Admin

Executive Director Customer Contact

Executive Assistant

Director, Contact Centre  Ability to be rostered and view adherence x x

Director, National AVR

Assistant Directors (AVR)

Assistant Directors (Customer Contact) Ability to be rostered and view adherence, limited changes x x

Team Leaders (FWIL) Ability to be rostered and view adherence, limited changes x x

Team Leader (Complaints Registration)

Team Leaders (AVR)

Assistant Team Leaders (FWIL) Ability to be rostered and view adherence, limited changes x x

Assistant Team Leaders (AVR)

L1 Advisors Ability to be rostered x

L2 Advisors Ability to be rostered x

Inspectors (Complaints Registration)

Inspectors (AVR)

Inspectors (NDT)

Director Customer Contact Performance Ability to be rostered, forecast, run, edit manage rosters x x

Resource Planning Manager Ability to be rostered, forecast, run, edit manage rosters x x x

Workforce Co-ordinators (FWIL) Ability to be rostered, forecast, run, edit manage rosters x x x

Workforce Planner Ability to be rostered, forecast, run, edit manage rosters x x x

Schedule Administrators Ability to be rostered, forecast, run, edit manage rosters x x x

Customer Experience Manager Ability to be rostered x

Quality Co-ordinator Ability to be rostered x

Service Communications Co-ordinator Ability to be rostered x

Quality Assessors Ability to be rostered x

Reporting Co-ordinator (AVR)

Director , People Development and Projects

Asst Director, People Development and Projects

Development Coordinator

Recruitment Coordinator

Assistant Director (Written Corro) Ability to be rostered and view compliance x x

Project Director

Project Coordinator

Admin (Vic)

WFP


Telephone Infrastructure

[image: image4.emf]Role Telephone Infrastructure

Phones etc

Executive Director Customer Contact x

Executive Assistant x

Director, Contact Centre  x

Director, National AVR x

Assistant Directors (AVR) x

Assistant Directors (Customer Contact) x

Team Leaders (FWIL) x

Team Leader (Complaints Registration) x

Team Leaders (AVR) x

Assistant Team Leaders (FWIL) x

Assistant Team Leaders (AVR) x

x

L1 Advisors x

L2 Advisors x

Inspectors (Complaints Registration) x

Inspectors (AVR) x

Inspectors (NDT) x

Director Customer Contact Performance x

Resource Planning Manager x

Workforce Co-ordinators (FWIL) x

Workforce Planner x

Schedule Administrators x

Customer Experience Manager x

Quality Co-ordinator x

Service Communications Co-ordinator x

Quality Assessors x

Reporting Co-ordinator (AVR) x

Director , People Development and Projects x

Asst Director, People Development and Projects x

Development Coordinator x

Recruitment Coordinator x

Assistant Director (Written Corro) x

Project Director x

Project Coordinator x

Admin (Vic) x


N. Appendix 2: Current Telephony Environment

The infrastructure environment utilised by the Fair Work Ombudsman is provided and managed by the Department of Education, Employment and Workplace Relations (DEEWR) under a Memorandum of Understanding (MOU).  DEEWR’s main IT facilities are located in Canberra and they operate a primary and secondary data centre in Canberra.  The majority of the in-house infrastructure is housed in these data centres.   There are small computer room facilities that house infrastructure in each state. 
Physical access to the data centres or state based computer rooms is restricted to authorised DEEWR staff.  No vendor is provided with open access to DEEWR/FWO sites, either to the data centres or the state site computer rooms, and any vendor staff must be accompanied by an authorised DEEWR staff member if physical access is required.
Any hardware or software that is required to be physically installed on a FWO / DEEWR site and connected to their network must be managed by DEEWR IT.  They will only support solutions based on Windows Server and SQL Server with the preferred version being 2008 for both products.  They do not support any version of UNIX or any other non-Microsoft operating systems. 
Remote access is provided to authorised users and is controlled by secure token and is based on a Citrix solution.
If your proposed solution does not reside on the DEEWR network then the above restriction do not apply.
1. Network Architecture

1.1. DEEWR Voice Network

The Department uses Cisco Unified Communications Infrastructure to provide voice services to approximately 9500 telephony devices across all DEEWR and FWO sites. Cisco 79xx series handsets are used and generally all sites have a local ISDN gateway. The current Cisco Unified Communications Manager version is 6.1(3) which will soon be upgraded to 7.1(5).
Direct Indial is used to all handsets which is allocated a 5 digit extension number based on a region based single digit prefix and the last 4 digits of the indial number. Extension Mobility is used exclusively across the department with logged out phones only able to call internal and emergency numbers.
An overview of the current voice network is diagrammed overleaf:
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1.2. FWO  Contact Centre Voice Network

The current FWO Contact Centre is based on a Telstra hosted Genesys solution with Telstra Spectrum phones provided onsite.  There is no connectivity between the DEEWR and FWO voice networks other than via the PSTN.  Your solution is intended to replace the current Telstra solution.

1.3. Allowed Connectivity to the DEEWR Voice Network
DEEWR will allow the following connectivity methods to the Voice Network for the overflow of voice calls:
1. A SIP Trunk to terminate on a DEEWR managed Cisco Unified Border Element (CUBE). The CUBE will be protected by a Cisco Adaptive Security Appliance (ASA). 
2. A Primary Rate service to a DEEWR managed Cisco Gateway Router using an ISDN Switch Type of NET5 or QSIG;
DEEWR reserves the right to reject any connectivity method or location if deemed incompatible with the current network architecture.
The use of industry-standard protocols and ports is highly desirable to ensure the secure integration of the proposed solution with the DEEWR Internet Gateway.

1.4. DEEWR Data Network

All FWO data network services are provided by DEEWR, including the current FWO Contact Centre Agents.
The DEEWR Wide Area Network (WAN) is configured in a hub and spoke configuration with WAN services emanating from the DEEWR data centres in Canberra. High speed Asynchronous Transfer Mode (ATM) services provide the trunk services between the DEEWR data centres and DEEWR’s State Offices in all capital cities. The State offices act as a hub for network services to other downstream DEEWR facilities in their respective States/Territories. Business-Digital Subscriber Line (BDSL) or Metropolitan Area Network (MAN), are used to provide connectivity to other facilities within capital cities with all regional offices being provisioned with BDSL services. 
Integrated Services Digital Network (ISDN) services are deployed for WAN back-up links at each site.  Two interstate high speed Ethernet services are provisioned to meet the high bandwidth requirements demands for DEEWR facilities in Sydney and Melbourne. 
All switching and routing is performed using Cisco network infrastructure including Cisco WAAS for network optimisation.
DEEWR implement ‘Best Practice’ QoS on the DEEWR network to ensure that call quality is maintained under all network load conditions.
The Department’s National Office data network in Canberra is not part of the DEEWR WAN and is provided through Intra Government Communications Network (ICON) dark fibre services, providing dedicated point-to-point links for DEEWR agencies across the ACT.
An overview of the current data network is diagrammed overleaf:
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1.5. Allowed Connectivity to the DEEWR Data Network

External access to DEEWR systems shall be via the DEEWR Internet Gateway Environment (IGE). All access shall be via the Department’s firewall protected proxy servers and all communications are logged. The current hosted FWO Contact Centre network connectivity is subject to these restrictions. 
The use of industry-standard protocols and ports is highly desirable to ensure the secure integration of the proposed solution with the DEEWR Internet Gateway.   

All access will be subject to a security risk assessment (SRA) which will require a thorough understanding of the traffic protocols and bandwidth requirements.

2. Desktops

2.1. Hardware

A Hardware platform update has occured in 2011 and will consist of DELL Optiplex 980 Desktop with:
· Intel iCore i5 Processor
· 160GB HDD 7.2KRPM SATA
· 8GB NECC Dual Channel DDR2 800MHz SD RAM
· Energy Star 5.B 
· Standard 24" Widescreen LED monitor
· Smartcard software and reader
2.2. Standard Operating Environment (SOE)s

FWO current SOE consists of:
· Windows 7 Enterprise Edition (64 bit)
· Office 2007 – Word, Excel, Outlook, PowerPoint, OneNote, InfoPath, Publisher, Communicator, and LiveMeet 
· Internet Explorer 8 
· Adobe Acrobat Reader, AIR, Flash Player, and Shockwave 
· Paint.net 
· DM Reader 
· RightFax
· Smartcard software
3. Access Control

An extract from FWO IT security policy in relation to User Registration requires that:
· all staff who use the FWO network and associated systems are to have their own personal logon accounts;
· all staff are to be uniquely identified on the system;
· user access profiles are used to determine what IT resources a user can access;
· user accounts are not to be recycled or reused;
· logon IDs will be suspended after receipt of an Exit Advice Notice or after an employee has separated from FWO according to the personnel system; and
· logon IDs that have not been used for a specified period will be removed from the system unless the user makes a prior notification for retention.
User authentication to the FWO / DEEWR data network is via Single Sign-On utilising Smart Card technology. All user passwords are hashed and not known. 

4. Information Security Controls 

Prospective vendors need to have in place appropriate security controls over any information.  The extract below is from the Australian Government's Information Security Manual (ISM) and outlines the requirements:

Objective 

Industry partners handle information appropriately and implement the same security measures as their sponsoring agency. 

Context 

Scope 

This section describes information on outsourcing information technology services and functions to industry as well as providing them with access to information in order to undertake their duties. 

Cloud computing 

Cloud computing is a form of outsourcing information technology services and functions over the Internet. The requirements in this section equally apply to providers of cloud computing services. 

Controls 

Accrediting service providers’ systems 

Control: 0872; Revision: 1; Updated: Nov-10; Applicability: U, IC, R/P, C, S/HP, TS; Compliance: must 
Systems used by service providers for the provision of information technology services and functions must be accredited to the same minimum standard as the sponsoring agency’s systems. 

Service providers’ systems 

Control: 0873; Revision: 1; Updated: Nov-10; Applicability: U, IC, R/P, C, S/HP, TS; Compliance: should 
Service providers’ systems should be located in Australia. 

Control: 1073; Revision: 0; Updated: Nov-10; Applicability: U, IC, R/P, C, S/HP, TS; Compliance: should not 
Service providers should not allow information to leave Australian borders unless approved by the sponsoring agency. 

Service providers’ ITSM 

Control: 0744; Revision: 1; Updated: Nov-10; Applicability: U, IC, R/P, C, S/HP, TS; Compliance: should 
Service providers should provide a single point of contact who will act as an equivalent to an ITSM. 

Rationale 

Accrediting service providers’ systems 

Service providers can be provided with information as long as their systems are accredited to process, store and communicate the information. This ensures that when service providers are provided with information it receives an appropriate level of protection. 

Service providers’ systems 

While this manual recommends against the outsourcing of information technology services and functions outside of Australia it does not preclude the use of services of foreign owned service providers in Australia. When such service providers are engaged agencies are strongly encouraged to ensure that all information provided to the service provider is hosted in Australia and does not leave Australian borders. AUSTRALIAN GOVERNMENT INFORMATION SECURITY MANUAL 12 INFORMATION SECURITY IN GOVERNMENT 

Fair Work Ombudsman requires the “IN-CONFIDENCE” level applies to any material in accordance to Government IT Security Policies.

5. Handsets

5.1. Currently FWIL Team Leaders, Assistant Team Leaders (Coaches) and Level 1 and 2 Advisors within the FWIL (i.e. excluding operational and AVR staff) utilise the Telstra Customnet Spectrum M6320 handsets in the following locations:

	Location
	Number of Handsets

	Adelaide
	0

	Brisbane
	46

	Canberra
	6

	Sydney
	100

	Melbourne
	78

	Perth
	28

	Total
	258


5.2. The proposed solution must replace these handsets (outlined in section 5.1) with appropriate handsets suitable for the tendered solution.

5.3. The rest of the Department uses Cisco Unified Communications Infrastructure to provide voice services to approximately 9500 telephony devices across all DEEWR and FWO sites. Cisco 79xx series handsets are used and generally all sites have a local ISDN gateway. The current Cisco Unified Communications Manager version is 6.1(3) which will soon be upgraded to 7.1(5).

6. Headsets

The current headsets in use are Jabra models GN9350e and GN9120. 
These headsets are owned by FWO and can be utilised in your solution, if suitable.  

7. Call Recording

FWIL currently use the NICE call recording solution and purchased the NICE Advanced Recording package version 3.1 and later the Stop on Demand application software licences.. The solution is hosted and managed by Telstra.  Each site has a NICE logger on site and is patched to the Spectrum phones.  The loggers are connected via ADSL link to a centralised location within Telstra which provides a centralised storage for all recordings.
The FWO is prepared to move to a new platform to achieve the desired functionality listed in Section F Call Recording of this questionnaire. Vendors leveraging the NICE product should include the ability to recycle the existing applications and loggers in their quotations. 
Currently there is the following licence and physical channel (logger)recording capacities:
Central Site: 384 seats – (this will be reduced by the cancellation of Adelaide and Hobart) This includes the application suite and storage centre. 
Sydney: 120 seats 
Melbourne: 144 seats
Perth: 48 Seats
Brisbane: 48 seats
Hobart: 24 seats (Decomissioned)
Adelaide: 32 seats (Decomissioned)
At a high level FWO own the application suite and the onsite loggers, Telstra provide hosting, Data links to the site loggers and ongoing maintenance/support.
It is worth noting that version 3.1 has been listed as a sunset product by NICE, it will be continued to be supported until 2015 provided the customer environment meets NICE environmental criteria. 
Under the agreement between Telstra and NICE there is the allowance for free software version upgrades to Telstra customers, the only cost incurred is professional services required for the removal of the old version and upgrade to the new one. A quote to upgrade from version 3.1 to Perform 3.5 was recently sourced to allow the Perform version to keep pace with Windows 7 accreditation. 
It is likely (but not confirmed) a move to an IP telephony platform would require a version update within NICE.
The recorded calls held within the system can be exported in .WAV file format.

8. Work Force Planning Solution

The current work force planning utilised by FWIL is Genesys Version 8. This solution is hosted and managed under the Telstra contract.  A Work Force Planning server is located on FWO site.  The application is managed by Telstra and the server infrastructure managed by DEEWR IT.

9. Wall Boards

The current wall boards utilised by FWIL are owned by the business.  They consist of an LCD Television and computer (Windows XP) with an interface controlled remotely.  There is a thin client that is used to drive the display based on information obtained from CC Pulse.

They can accept any input feed that can be delivered over the web (HTTP) for display.

10. Numbers used by the Contact Centre

13 13 94                Fair Work Ombudsman
1300 762 816       TTY – still to be provide by third party supplier
1300 762 965       DIAC TIS – interpreter service still to be provide by third party supplier
1300 131 090       Campaign Line 
1300 734 322       Workplace Priority Line
O. Appendix 3: FWO Systems

1. Infra – (EMC Ionics)
The Infra - (EMC Ionics) application is utilised by FWO to log contact information in relation to enquiries made by the public to the Call Centre.  Staff raise tickets within Infra – (EMC Ionics) for each new contact or issue raised.  The application is Infra – (EMC Ionics) Version 8 from VMWare. Its operating on a Windows based platform.
There is a preference that any interface to this solution is made via a web service layer.  
2. Nexus (Microsoft Dynamics CRM)
The Nexus application is utilised by the Assisted Voluntary Resolution Team to track a case (complaint).  The solution is based on Microsoft’s Dynamic CRM version 4 running on Windows Operating system.
There is a preference that any interface to this solution is made via a web service layer.  
3. FWO Web Site
FWO Website current utilises Microsoft Sharepoint 2007.  Currently the Website has a link to a third party LiveChat tool that is anticipated to be replaced by the proposed solution.
4. Payroll (Connect)
Payroll system is an SAP solution.  Extracts from this system can be provided in a .CSV file for import to another application. 

5. Timesheet  
There is a desire to utilise the WFP module to capture all timesheet information (leave requests, flex-time and hours worked).  Ideally an extract of completed timesheets from the WFP solution would be exported as a .CSV file for upload into (and synchronisation with) their SAP payroll solution.
6. Email
FWO use Microsoft Exchange 2007 and MS Outlook 2007 client.  

7. Reporting Requirements / Databases
Currently FWO utilises the Microsoft SQL product suite to provide their warehouse and reporting solution:  

· SQL Server 2005 is the base database with 

· SQL Server Reporting Services 2005, 

· SQL Server Integration Services 2005

· SQL Server Analysis Service 2005

· .Net for data virtualisation

Generally integration is accomplished by SQL Server Integration Services to extract data from source systems into a central database.  The most common sources are other databases or CSV files.
P. Appendix 4: Reporting Requirements

Single Performance View:

· By Agent, Team, Site, Centre
· Daily, Weekly, Monthly, Annual
· Contact Stats i.e. Volume, Average Handle Time (AHT), After Call Work(ACW), Hold etc by channel (inbound, outbound, email, webchat)
· Adherence / Compliance
· Quality Results
· Planned / Unplanned Leave
· by Team, Site, Centre
· Daily, Weekly, Monthly, Annual
· Contact Stats i.e. Volume, AHT, ACW, Hold etc by queue (inc escalations)
· Contact Stats i.e. Volume, AHT, ACW, Hold etc by channel
· Adherence / Compliance
· Quality Results
· Planned / Unplanned Leave
Q. Appendix 5: Quality Assessment Sheet
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CALL DETAILS

Advisor: 



Team:





Team Coach: 

Date:




Time: S:………………………F:………….………….…....
Segment ID. :……………………………………..…..

Call Description: ………………………………………………………………………………………………………………………………………………………..……

Please note: Only for use with assessment of recorded calls. Please refer to the National Quality Program for further details.

	CORE REQUIREMENTS

 1/ Greeting
	YES
	NO
	N/A
	Comments

	1.1 Correct greeting – Workplace Infoline, Fair Work Infoline or Independent Contractors Hotline.
	
	
	
	

	 2/ Data Quality
	
	
	
	

	 2.1 Verifies POI
	
	
	
	

	 2.2 Asks all core questions

· Registered agreement?
· Business Name, Previous Names, Address?
· Employer association?
· Constitutional Corporation?
· Industry
· Duties/occupations
· Business pre/post reform?
	
	
	
	

	 2.3 Appropriate probing questions asked?
	
	
	
	

	 3/ Quality and Accuracy
	
	
	
	

	3.1 Caller was provided with accurate information within FWO Scope of Advice?
	
	
	
	

	 3.2 Escalation procedure and/or appropriate referrals provided
	
	
	
	

	 3.3 Adviser is professional and polite
	
	
	
	

	4/ Call Identification
	
	
	
	

	 4.1 Call reference number offered
	
	
	
	

	 5/ Call Control and Communication skills
	YES
	NO
	N/A
	Comments

	5.1 Confirmed understanding/paraphrased
	
	
	
	

	5.2 Identifies underlying issue
	
	
	
	

	CONSULTATION – LEVEL 2 ADVISORS

6/ Consultation with other advisors

	6.1 Level 2 advisor understands the question being asked by Level 1 advisor, or seeks clarification
	
	
	
	

	6.2 Provides accurate and succinct information within FWO Scope of Advice 
	
	
	
	

	6.3 Adequately justifies the answer provided to Level 1 Advisor
	
	
	
	

	6.4 Advisor Confirms Level 1 Advisor’s understanding
	
	
	
	

	6.5 Offers further assistance to Level 1 Advisor (website navigation, k article, referral to tech advice etc)
	
	
	
	

	6.6 Appropriately refers enquiry to escalations team or level 3 advisor
	
	
	
	

	7/ Call Wrap Up
	
	
	
	

	 7.1 Completed call appropriately
	
	
	
	


	Coach Comments

	

	

	

	

	Advisor Comments

	

	

	

	


Customer Contact Business Unit
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