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BULLYING & HARASSMENT POLICY 
 


Bullying and harassment of employees, whether by colleagues or management, is a 


serious matter, and one that is not always easily recognised.  The sample policy 


detailed below has been designed to assist in both the identification of incidents of 


bullying and harassment, and in dealing with such incidents once a complaint has 


been received. 


 


SAMPLE BULLYING & HARASSMENT POLICY 


 


The Company will make every effort to ensure that its work environment gives all 


staff the freedom do their work without having to suffer harassment or bullying from 


any source. All employees should be aware that harassment or bullying is 


unacceptable behaviour and is in breach of Company policy. 


 


Present day changes of attitude mean that behaviour once tolerated by colleagues is 


no longer acceptable. Behaviour that is acceptable to one person may not be 


acceptable to another. If the behaviour is unwelcome and unacceptable, then it is a 


problem. Whether the harasser intended it to be offensive is not the point. If the 


behaviour is unwelcome it is harassment. The Company will not tolerate harassment 


of employees from employees, nor at any level in the organisation or third parties. 


 


Under this policy harassment includes: 
 


 Harassment on grounds of Gender 


 Harassment on grounds of Sexual orientation 


 Harassment on grounds of Disability 


 Harassment on grounds Race/Ethnic Origin 


 Harassment on grounds of Religion 


 Harassment on grounds of Age/Marital status/ Family Status/ Member of the 


travelling community. 


 General Harassment or Bullying 


 


Definitions: 


 


Sexual Harassment is defined as unwanted conduct based on a person’s gender 


which is offensive to the recipient, and which might threaten a persons job security or 


create a stressful, hostile or intimidating work environment. While it is generally 


regarded that sexual harassment is an offence committed by men against women, the 


evidence of recent years shows that men are also victims of this form of maltreatment. 


 


Sexual Harassment takes various forms, for example: 


 


Verbal – jokes, innuendo, requests for sexual favours, persisting in attempts to 


continue a relationship against the wishes of the other person. 


Visual – display of or sending offensive pictures, slogans 


Physical – unwanted physical contact, from “groping” to rape. 
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Harassment on grounds of sexual orientation may take several forms, from jokes 


and innuendo to serious physical assault and may include a person’s perceived rather 


than actual sexual orientation. 


 


Harassment may include: 


 


 Verbal harassment – offensive jokes about a person’s race of ethnic origin (which 


may include membership of the travelling community), or their country of origin 


 Visual Harassment – display of material offensive to a particular racial or ethnic 


group, such as cartoons, racial propaganda material etc 


 Physical Harassment – physical assault 


 


Bullying is repeated inappropriate behaviour, direct or indirect, whether verbal, 


physical or otherwise, conducted by one or more persons against another or others, at 


the place of work and/or in the course of employment, which could reasonably be 


regarded as undermining the individuals’ right to dignity at work. An isolated incident 


of the behaviour described in this definition may be an affront to dignity at work but 


as a once off incident is not considered to be bullying. 


 


 


The following are some examples of bullying behaviour: 


 Personal insults of name-calling. 


 Public or private humiliation. 


 Shouting at staff in public and/or private. 


 Aggression, sneering, sarcasm. 


 Persistently undermining an individual’s job performance. 


 Constantly changing working guidelines. 


 Making it difficult for staff to have access to general information, e.g. staff 


vacancy notices or staff information notices. 


 Continually refusing reasonable requests for Annual Leave without good 


reason. 


 Ignoring and isolating people on purpose and excluding them from discussions 


 Intimidation and threats in general. 


 


Effects of Harassment 


 


Harassment can: 


 Cause distress and affect the employee’s confidence and self-esteem. 


 Affect the recipient’s job performance. 


 Create an upsetting and stressful work environment. 


 Decrease staff morale. 


 Undermine the recipient’s job security. 


 Affect productivity levels. 


 


Location 


 


Harassment can take place: 


 In the workplace. 
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 At functions such as Christmas parties or sports functions taking place under 


the aegis of the Company. 


 Any other place where employees are present on Company business, such as 


training courses, business meetings away from the Company’s workplace, 


overnights away from base, etc. 


 


Harassment by outsiders 


Harassment by Company personnel by person’s not employed by the Company, such 


as repair persons, customers, clients, etc, is unacceptable and should be promptly 


reported to one of the contact people listed at the end of this section. Although the 


Company has no power to discipline the offenders in such cases, upon receipt of a 


complaint and after investigation, it will take action in the effort to prevent the 


recurrence of such conduct. 


 


Undertaking by Management 


Any complaint involving harassment will be immediately, seriously and 


sympathetically investigated. It is recognised that harassment, especially sexual 


harassment, is very difficult for all concerned to deal with. Where a complaint has 


been substantiated, the victim will be protected and will not be required to move 


unless they wish to do so. Victims shall be protected from intimidation, victimisation, 


or discrimination for filing a complaint under this policy. Employees assisting in an 


investigation will also be protected. All staff will be provided with a copy of this 


policy. 


 


Responsibilities 


 


Employees: In addition in securing their own behaviour does not cause problems, all 


employees have an important role in creating an environment where sexual 


harassment or bullying is unacceptable. They should make clear to others they find 


such behaviour unacceptable and support colleagues suffering such treatment. 


 


Supervisors: In addition to securing their own behaviour does not cause problems, 


supervisors are responsible for preventing incidents of sexual harassment or bullying 


and must ensure that all staff members adhere to Company policy. Supervisors who 


become aware of incidents of sexual harassment are required to immediately advise 


their Manager. 


 


Management: In addition to ensuring their own behaviour does not cause problems, 


Management should: 


 


 Know the Company policy. 


 Communicate the policy as necessary. 


 Endeavour to maintain a harassment-free work environment. 


 Immediately inform one of the contact people if a complaint is received. 


Malicious Complaints 
 


Malicious complaints will be treated seriously and may result in disciplinary action. 


In this regard it should be noted that where a complaint is not upheld, this does not 


necessarily indicate that the complaint was malicious. 
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Complaints Procedure 


 


If you believe you are being harassed or bullied you should consider carefully if that 


is the case. If so you should raise the problem with the alleged perpetrator, point out 


that their behaviour is unacceptable and ask that it stop. 


 


If the harassment/bullying does not cease or if you find it difficult or if you find it 


difficult or embarrassing to confront the alleged perpetrator, you may seek advice 


from one of the contact people listed at the end of this section, from your Trade Union 


representative, or from a Senior Manager. It would be useful to keep a record of 


incidents, dates and witnesses, if any. 


 


If you proceed with the complaint, you may contact one of the contact people for 


assistance who, depending on the nature of the complaint, will try to find a solution 


acceptable to both parties. 


 


Complaints will be handled speedily and in a confidential manner. They will be 


treated seriously and sympathetically. 


 


It is a requirement that all individuals involved maintain confidentiality on the 


subject. 


 


All concerned are guaranteed a fair and impartial hearing. 


 


If a problem is not resolved under the above Complaints Procedure, the Formal 


Procedure outlined below will apply. 


 


Formal Procedures for Handling Complaints 


 


For serious complaints, individual preference or where the problem is not resolved 


under the procedures outlined above, the following Formal Procedure will apply: 


 


 The person making the complaint will be required to put the complaint in 


writing. 


 


 The alleged harasser will be given a copy of the written complaint and given 


three days to respond in writing. 


 


 A formal investigation will be carried out by the investigators from the panel 


listed below, not including the person who was trying to resolve the problem 


informally. In view of the complex and sensitive nature of cases, the 


investigator may also enlist the assistance of outside experts in the field 


concerned. 


 


 It is a requirement that all parties involved maintain confidentiality. 


 


 Both the complainant and the person complained against may have 


representation at the hearings if they so wish. 
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 The investigation will be carried out speedily, within a four-week period if 


circumstances allow. 


 


 Both parties will be notified in writing of the outcome of the investigation. 


 


Outcome 


 


1)  Should management decide that the complaint is well founded; the alleged 


perpetrator(s) should be given a formal interview to determine an appropriate course 


of action. Such action could, for example, involve counselling and / or monitoring or 


progressing the issue through the disciplinary and grievance procedure. 


 


2)   If either party is unhappy with the outcome of the investigation, the issue may be 


referred to the Rights’ Commissioner Service. 


 


Policy Review 


 


This policy will be reviewed from time to time. 


 


Contact People 


You should contact the following people if you wish to discuss any incidents with 


regard to this policy ___________________________. 


 


I have read and understand the contents of this policy: 


 


Signed (Employee):______________                         Date:___________ 


 


Signed (Employer):______________                          Date:___________ 
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CONFIDENTIALITY POLICY 
 


The details below form the basis of a sample basic confidentiality policy. Always seek 


professional advice before implementing such a policy. 


 


SAMPLE CONFIDENTIALITY POLICY 


 


The confidential nature of your work requires that you never disclose any information 


you may acquire about the affairs of the company or any of its suppliers/customers.  


The records and forms you work with are the property of the company and must not 


be shown or given to outsiders without official approval.  Failure to comply with 


these requirements may result in disciplinary action, up to and including dismissal. 


 


____________(Company Name) Privacy Promise is a commitment to keeping 


members and company information secure and using it only as the company would 


want you to.  Keeping sensitive information secure means that as a business we 


incorporate this Policy into our workplace. 


 


We must safeguard, according to strict standards of security and confidentiality any 


information the company shares with you. 


 


We will limit the collection and use of______________ (company/supplier/customer) 


information to the minimum. 


 


We will permit only authorised company employees, to have access to information.  


Employees who violate our Privacy Promise will be subject to corrective action. 


 


We will not reveal ____________ (company/supplier/customer) information to any 


external organisation unless we have previously informed the ___________ in 


disclosures or agreements, been authorised by the _______________ 


(company/customer/supplier), or are required by law. 


 


Whenever we hire other organisations to provide support services, we will require 


them to conform to our privacy standards and to allow us to audit them for 


compliance. We will endeavour to keep company files complete, up-to-date and 


accurate. 


 


We maintain sensitive information about ___________(company name) and our 


customers/suppliers because it helps us to serve them better.  At the same time, trust is 


the foundation of our relationship, without that no company can succeed.  And 


nowhere is trust put more to the test than with the sensitive information we maintain 


about _________(company name) and the _______(customers/suppliers).  Both 


parties have a right to expect that we treat their information with the utmost respect, 


integrity and care. 


 


____________(Company Name) Privacy Policy remains one of our highest priorities 


and one in which we must endeavour to be vigilant at all times. 
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INTERNET & EMAIL POLICIES 


 
Summary 


Before putting a policy together the following points should be noted 


 


 Be clear about the risks you are trying to avoid. 


 Consult staff about the proposed policies and get their input. 


 It is important to strike a balance between practicality and control. Remember 


that trust is as important as supervision. 


 Where appropriate, include the new policies in staff handbooks, new employee 


induction, intranet sites and so on. 


 It needs to tie in with your disciplinary procedures, employee contracts and 


other policies such as non-discrimination. 


 Make sure that everyone sees the policy once it is finalised. 


 Make sure that the policy is available for people to consult. 


 Encourage feedback from employees.  


 Someone in the company should be responsible for implementing and 


monitoring the policy. 


 Keep the policy under review to make sure it stays current. 


 


SAMPLE EMAIL POLICY 
 


This policy applies to all employees when using the electronic mail (or the intranet) in 


(Company Name) and on behalf of (Company Name). 


 


Every employee has a responsibility to maintain the company’s image, to use these 


electronic resources in a productive manner and to avoid placing the company at risk 


of legal liability based on their use. 


 


Use of email 


All messages distributed via the company’s email system, even personal emails, are 


(Company Name)’s property. You must have no expectation of privacy in anything 


that you create, store, send or receive on the company’s email system. 


 


Your emails can be monitored without prior notification if (Company Name) deems 


this necessary. If there is evidence that you are not adhering to the guidelines set out 


in this policy, the company reserves the right to take disciplinary action, including 


termination and/or legal action. 


 


Email is a business communication tool and users are obliged to use this tool in a 


responsible, effective and lawful manner. Although by its nature email seems to be 


less formal than other written communication, the same laws apply. Therefore, it is 


important that users are aware of the legal risks of email:  


1. An email message may go to persons other than the intended recipient.  If it 


contains confidential or commercially sensitive this could be damaging to 


(Company Name). 
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2. Letters, files and other documents attached to emails may belong to others.  By 


forwarding this information, without permission from the sender, to another 


recipient you may be liable for copyright infringement.  


 


3. Email is a fast form of communication. Often messages are written and sent 


simultaneously, without the opportunity to check for accuracy. If you send emails 


with any libellous, defamatory, offensive, racist or obscene remarks, you and 


(Company Name) can be held liable. 


 


4. An email message may legally bind (Company Name) contractually in certain 


instances without the proper authority being obtained internally. 


 


5. Email messages can carry computer viruses. If you send an attachment that 


contains a virus, you and (Company Name) can be held liable. By opening emails 


and attachments from an unknown sender you may introduce a virus into 


(Company Name)’s computer operations generally. 


 


6. All personal data contained in emails may be accessible under Data Protection 


legislation and, furthermore, a substantial portion of emails to Government and 


other public bodies may be accessible under Freedom of Information legislation. 


Email should always be regarded as potentially public information, which carry a 


heightened risk of legal liability for the sender, the recipient and the organisations 


for which they work. 


 


 


Rules for email use 


 


(Company Name) considers email as an important means of communication and 


recognises the importance of proper email content and speedy replies in conveying a 


professional image and delivering good customer service. Users should take the same 


care in drafting an email as they would for any other communication. Therefore 


(Company Name) wishes users to adhere to the following rules: 


 


1. (Company Name)’s name is included in the heading carried with every message 


sent by a (Company Name) staff member.  Emails reflect on (Company Name)’s 


image and reputation.  Therefore, email messages must be appropriate and 


professional. 


 


2. It is strictly forbidden to use (Company Name)’s email system for anything other 


than legitimate business purposes. Therefore, the sending of personal emails, 


chain letters, junk mail, and jokes is prohibited. All messages distributed via the 


company’s email system are (Company Name)’s property. 


 


3. All emails will carry a disclaimer stating that the email is intended only for 


(Company Name) use and if used for any other purpose a named person should be 


contacted immediately within (Company Name). 


 


4. Particular care should be taken when sending confidential or commercially 


sensitive information.  If in doubt, please consult your manager. 
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5. Company confidential messages should be distributed to personnel only. 


Forwarding to locations outside is prohibited. 


 


6. Great care must be taken when attaching documents or files to an email. Letters, 


files and other documents attached to emails may belong to others.  By forwarding 


this information, without permission from the sender, to another recipient you 


may be liable for copyright infringement. Again, if in doubt, please consult your 


manager. 


 


7.  Only send emails of which the content could be displayed on a public notice 


board. If emails cannot be displayed publicly in their current state, consider 


rephrasing them, using other means of communication, or protecting information 


by using a password.  


 


8. Subscription to electronic services or other contracts on behalf of (Company 


Name) is prohibited unless you have the express authority from an authorised 


member of staff to do so.  


 


9. If you receive any offensive, unpleasant, harassing or intimidating messages via 


email or intranet you are requested to inform your Manager or the IT Personnel 


immediately.  It is important that we trace such emails as quickly as possible. 


 


10. A hard copy of any important or potentially contentious communication which 


you have received via email should be printed and filed appropriately (e.g. 


confirmation of order, etc.).  Where important to do so you should obtain 


confirmation that the recipient has received your email. 


 


11. Documents prepared by (Company Name) for customers may be attached via the 


email however information received from a customer may not be issued without 


prior consent of the original sender.  If in doubt consult your Manager. 


 


12. Users must spell check all mails prior to transmission. 


 


13. (Company Name) reserves and intends to exercise the right to review, audit, 


intercept, access and disclose all messages created, received or sent over the 


electronic mail system for any purpose.  All computer pass codes must be 


provided to (managers/supervisor/named position).  No pass code may be used 


that is unknown to the company. 


 


Notwithstanding the company’s right to retrieve and read any electronic mail 


messages, such messages should be treated as confidential by other employees and 


accessed only by the intended recipient.  Employees are not authorised to retrieve or 


read any email messages that are not sent to them.  Any exception to this policy must 


receive prior approval from your manager.  However, the confidentiality of any 


message should not be assumed.  Even when a message is erased it is still possible to 


retrieve and read that message.  If any breach of our email policy is observed then 


disciplinary action up to and including dismissal may be taken. 
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By signing on the line below, I acknowledge that I have read, understand and agree to 


comply with the foregoing Email Use Policy. I understand that, if I do not comply 


with the Email Use Policy, I may be subject to discipline, including loss of access to  


(Company Name)’s facilities. I may also be subject to legal action for damages or 


indemnification. 


 


 


Signature__________________________ Date_________________________ 


 


 


 


SAMPLE INTERNET USE POLICY 
 


This policy applies to all employees when using the Internet in (Company Name) and 


on behalf of (Company Name). 


 


System users are expected to be responsible, considerate and ethical in using company 


systems, to protect valuable company information and to exercise prudent judgement.  


Misuse of company systems may result in restriction or termination of access 


privileges and other disciplinary action, up to and including termination.  


 


Internet Rules 


 


1. (Company Name)’s Internet connections are intended for activities that either 


support (Company Name) business or the professional development of employees. 


Web surfing unrelated to these activities is strictly forbidden.  Staff members 


whom in the opinion of management have abused this will be subject to 


disciplinary sanction. 


 


2. General Internet access will only be provided to authorised personnel.  Authorised 


personnel will be issued with appropriate passwords and those passwords should 


not be divulged to any other person at any other stage.  Authorised personnel will 


have responsibility for Internet access under their password and hence will also 


have responsibility for illicit use of that password with or without their consent. 


 


3. Internet usage will be monitored on a systematic basis by the company. 


 


4. To prevent computer viruses being transmitted through the system there should be 


no unauthorised downloading of any software.  All software downloads will be 


done through the IT Personnel or authorised manager. 


 


5. You may not download or use material from the Internet or elsewhere in violation 


of software licenses or the copyright trademark and patent laws. You may not 


install or use any software obtained over the Internet without written permission 


from the Systems Administrator or authorised manager. 


 


6. To access, download or transmit any indecent, obscene, pornographic, racist, 


defamatory or other inappropriate material as well as the circulation of such 


materials will be a dismissible offence. This rule will be strictly enforced and is 
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viewed an extremely serious with potential criminal liabilities arising therefrom. 


The Gardai or other appropriate authority will be informed where appropriate. 


 


7. If you observe or learn about a violation of this policy, you must report it 


immediately to your supervisor or to the Systems Administrator. 


 


8. Use of company Internet access facilities to commit infractions such as misuse of    


company assets or resources, sexual harassment, unauthorised public speaking and 


misappropriation or theft of intellectual property are also prohibited by general 


company policy, and will be sanctioned under the relevant provisions of the terms 


and conditions of employment. 


 


By signing on the line below, I acknowledge that I have read, understand and agree to 


comply with the foregoing Internet Use Policy. I understand that, if I do not comply 


with the Internet Use Policy, I may be subject to discipline, including loss of access to  


(Company Name)’s facilities. I may also be subject to legal action for damages or 


indemnification. 


 


 


Signature__________________________ Date_________________________ 
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SAMPLE MOBILE PHONE POLICY 
 


This policy applies to all employees of (Company Name). 


 


Use of Mobile Phones 


In consideration of the welfare and safety of all employees, the use of mobile phones 


whilst on company property is strictly forbidden, except in emergency circumstances 


and where permission has been obtained prior to their use. 


 


This policy does not apply to the use of mobile phones provided by the company, 


where such use is strictly limited to company business. 


 


Failure to adhere to this policy could result in disciplinary action being taken against 


the employee, which could ultimately result in dismissal. 
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MATERNITY & ADDITIONAL MATERNITY 


LEAVE POLICY 
 


This policy applies to all female employees, but can also be applied to the male 


spouses of pregnant spouses in the event that the woman dies during pregnancy. 


 


SAMPLE MATERNITY LEAVE POLICY  
 


If you are expecting a baby you are entitled to paid Maternity Leave for a minimum 


period of twenty two weeks.  During this period you can claim social welfare from the 


Department of Social and Family Affair. (EMPLOYERS See Note at end) 


 


Of these twenty two weeks, two weeks must be taken before the expected date of 


delivery and four weeks after.  The remaining sixteen weeks may be taken as you 


wish.  You may apply to alter the commencement date provided the application is for 


medical reasons and a certificate is produced from your doctor.   


 


In the event that you give birth later than expected, you are entitled to at least four 


weeks leave after the birth.  In the event that you give birth prematurely you are also 


entitled to minimum period of 22 weeks.   


 


You are required to advise the Company in writing four weeks before the 


commencement of your maternity leave.  A Doctor’s Certificate stating the expected 


date of delivery and a note regarding your intentions regarding the return to work 


must also be provided.   


 


You may also take a further sixteen weeks unpaid leave if you wish.  Notice of 


additional leave must be given to the Company at least four weeks before your 


maternity leave is due to expire.  Notification must be given to the Company as soon 


as possible after the confinement, but not less than four weeks of the planned date of 


return to work.   


 


Full details of the Maternity Protection Act 1994 & 2004 are available from 


______________. 


 


 


NOTE:  It is not statutory for employers to pay Maternity Leave.  Employees are 


only entitled to state benefit during Maternity Leave. 
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RESTRICTIVE PRACTICE POLICY 
 


The details below form the basis of a sample basic restrictive practice policy. Always 


seek professional advice before implementing such a policy. 


 


SAMPLE RESTRICTIVE PRACTICE POLICY 


 


During the period of this contract, you will devote the whole of your time and 


attention to the business of the Company and you undertake that during the period of 


this contract you will not engage in any other activity which is likely to prejudice your 


ability to serve the company, nor will you engage in any business activity which may 


cause a conflict of interest with the business of the company. 


 


You will not at any time either during the subsistence of this contract or after its 


termination make use of or communicate to any unauthorised, any of the trade secrets 


or confidential information of the Company which you may have obtained while in 


the service of the Company 


 


Any discovery, invention or process made or discovered by you whilst in the 


employment of the Company and relating to the business of the Company will be the 


property of the Company and must be disclosed to the Company and you undertake to 


join with the Company at any time in applying for letters, patent or other appropriate 


licence for such discovery, invention or process. Failure to comply with these 


requirements may result in disciplinary action, up to and including dismissal. 
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SMOKING IN THE WORKPLACE POLICY 
 
Legislation in relation to smoking in the workplace is covered by the Public Health 


(Tobacco) Acts 2002 and 2004 Section 47 - Smoking Prohibitions. 


 


Under the legislation smoking will not be permitted in any enclosed workplace, 


although some exemptions apply (see below).  In areas where the legislation will 


apply smoking rooms / areas will not be permitted.   


 


There are currently no regulations around the use of e-cigarettes in the workplace, it is 


therefore for the employer to determine the acceptability of their use by employees. 


 


Where will the exemptions apply? 


Most workplaces are covered by this measure; however, there are some exemptions: 


- Outdoor places of work  


- Places of detention  


- Places that are similar to a private dwelling such as bedrooms in hotels, 


guesthouses, hostels and B&Bs  


- Some care institutions such as nursing homes, hospices, psychiatric hospitals and 


certain charitable institutions, and 


- Some outdoor locations such as beer gardens and smoking shelters, provided they 


comply with the legislation. 


 


An exemption does not constitute a right to smoke and employers are still bound 


by duty of care to protect their employees. 


 


It should be noted that an employer could decide not to avail of the above 


exemptions. 


 


Is an employer obliged to provide an outdoor smoking area? 


No. There is no obligation on an employer to provide an outdoor smoking area.  Any 


outdoor smoking facility that may be provided is at the discretion of the employer and 


is subject to the requirements of the legislation. 


 


How do Employers comply with the legislation? 


Employers, managers and other persons in charge of workplaces in which smoking is 


prohibited must make all reasonable efforts to ensure that: 


- their staff or  any other persons (e.g. visitors or customers) are aware of the 


prohibition on smoking in order to facilitate compliance with the law.   


- that employees, customers and visitors to their premises do not smoke in 


contravention of the law.  


- if they are made aware of a person smoking in contravention of the law they 


should make all reasonable efforts to ensure that the contravention ceases and is 


not repeated.  


 


The minimum reasonable efforts required are: 


- Developing and implementing a smoke-free policy in the work place and ensuring 


that any infringements are dealt with under local disciplinary procedures or as set 


out on page 9 in this section. 
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- Displaying “No Smoking” signs to alert employees, customers or visitors of the 


workplace smoking ban. 


- Removing all ashtrays from the premises and providing appropriate bins at 


entrances if required.  


 


An employer should: 
 


1. Create a Smoke-Free Environment: 


 


 Eliminate existing indoor or enclosed designated smoking rooms. 


 Conspicuously display sign indicating that this is a smoke-free workplace. 


 Workplaces will be obliged to display a sign indicating the owner or person 


in  charge, and the name of the person to whom a complaint can be made, if 


necessary. 


 Remove ashtrays and provide suitable receptacles at entrances for cigarette 


butts and packs. 


 


2. Have a Smoke-Free Workplace Policy 


 


Any person in charge of a workplace should develop and implement a written policy 


and procedures to ensure compliance with the legislation.  The main aim of the policy 


is to create a healthy environment for all employees by creating a smoke-free 


workplace. 


 


The policy should clearly identify which members of management/staff have 


responsibility for its implementation and include procedures to be followed in the 


event of non-compliance.  The policy must be communicated to all staff.  A sample 


smoke-free workplace policy is contained in this Guide. 


 


3. Communicate and Consult with Employees 


 


Educate and consult with employees about  


 Second-hand smoke 


 The requirements of the legislation 


 Developing a Smoke-Free Work Policy 


 The changes in the work environment needed to comply with legislation 


 The disciplinary procedures for non-compliance 


 


4. Support Smokers Wanting to Quit: 


 


 Display and circulate details of the national smokers’ Quitline 1850 201 203 


 Further advice on smoking cessation is available at www.healthpromotion.ie 


 Encourage all employees to support smokers in adapting to the changed 


environment. 


 


5. What do Employees need to do? 


 



http://www.healthpromotion.ie/





 


January 2014 Page 184 
 


Employees and any other persons (e.g. visitors or customers) are not permitted to 


smoke in an enclose workplace and must comply with the legislation in this regard.  


Failure to comply with the legislation may result in prosecution. 


 


Further information on smoke-free at work is available from www.smoke 


freeatwork.ie, the Office of Tobacco Control (www.otc.ie) or your local Health 


Board. 


 


Penalties 


Under the Public Health (Tobacco) Acts a person who smokes in contravention of the 


legislation is guilty of an offence.  


 


Under the Act where a person smokes in contravention of the legislation, the occupier 


/ manager or person in charge of the place where the contravention occurs shall be 


guilty of an offence. 


 


The Act established a defence for a person whom proceedings are brought against, 


provided that they can demonstrate that they have made all reasonable efforts to 


ensure compliance. 


 


A person found guilty of an offence is liable on summary conviction to a fine of 


€3,000. 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 


 



http://www.otc.ie/
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SAMPLE SMOKE-FREE WORK POLICY 


 


To fully comply with Public Health Tobacco Acts 2002 and 2004 Section 47 - 


Smoking Prohibitions, and in the interest of providing a safe and healthy environment 


for both employees and the public, it is the policy of (company name) that all of its 


work places are smoke free and that all employees have a right to work in a smoke-


free environment. 


 


Implementation 


 


Overall responsibility for implementation of the Smoke-Free Workplace Policy rests 


with the employer / occupier / manager / (name of the person in charge of the 


workplace). However all staff are obliged to adhere to, and facilitate the 


implementation of this policy. 


Smoking is not permitted throughout the entire workplace with no exceptions.  This 


policy applies to all (company name) employees, clients, contractors, customers and 


visitors. (Optional) Smoking shall only occur at a reasonable distance (e.g., 20 feet or 


more) outside any enclosed area where smoking is prohibited to insure that 


environmental tobacco smoke does not enter the area through entrances, windows, 


ventilation systems or any other means and may only be done during official break 


times. 


Copies of this policy shall be distributed to all employees and contractors with 


(company name). No Smoking signs shall be posted at all building entrances. 


Policy Infringements 


Failure to comply with the policy outlined above will result in company disciplinary 


procedures being applied. Infringements by clients, contractors, customers or visitors 


will be dealt with in accordance with the legislation. 


Any employee, clients, contractors, customers or visitors who contravene legislation 


prohibiting smoking in the workplace are also liable to incur a criminal prosecution 


with an associated fine of up to €3,000. 


Smoking Cessation 


Information on how to obtain help quitting smoking available from 1850 201 203 


(The National Smokers Quitline or the Health Promotion Services of the local health 


board). 


The success of this policy will depend upon the thoughtfulness, consideration and 


cooperation of smokers and non-smokers. All employees share in the responsibility 


for adhering to and enforcing this policy.   
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SOCIAL MEDIA POLICY 
 


The Social Media Policy document provides guidance and direction to staff when 


utilising all types of online social media sites and networks. This policy applies to all 


employees either participating personally, or communicating on behalf of the 


company, while online. 


  


Misuse or abuse of social and digital media can cause significant injury to third 


parties and can also impact negatively on the credibility of the company. This is 


particularly relevant in the context of safeguarding patient care and personal 


information. The company is potentially vicariously liable for injury caused by misuse 


or abuse of social and digital media channels by it’s employees. Consequently the 


company takes any misuse or abuse of social and digital media by employees very 


seriously and can lead to significant disciplinary and legal actions.  


 


Like all employee policies, it is the responsibility of local line management to address 


any issues that arise in relation to breach of these policies and regulations. There is 


also a significant personal responsibility placed on each employee. 


 


Information Security Policy  


Each user is responsible for respecting and protecting the privacy and confidentiality 


of the information they process at all times 


  


Electronic Communications Policy  


Confidential information regarding company business practices and procedures or 


personal information about any suppliers, clients or employees must not be posted or 


discussed on internet social networking websites, internet video hosting/sharing 


websites, internet discussion forums, message boards or internet chat rooms.  


 


The company reserves the right to take such action as it deems appropriate against 


users who breach the conditions of these policies or Data Protection regulations. 


Employees who breach these policies may be denied access to the organisation’s 


information technology resources, and may be subject to disciplinary action, including 


suspension and dismissal as provided for in the disciplinary procedure.  


 


Code of Standards and Behaviour  


There is an implied term of mutual trust and confidence between employer and 


employee in all employment contracts. A very negative, defamatory or damaging 


posting or communication by an employee may entitle the employer to proceed with 


the Disciplinary Process, including investigation, and discipline up to dismissal if 


warranted. If defamatory material is posted on a social networking site, defamation 


claims may arise against the employee.  


 


Employees must not improperly disclose, during or following termination of 


employment, information gained in the course of their work. Employees are expected 


to comply with the Code of Standards and Behaviour at all times. Breaches of the 


code will constitute a breach of the terms of employment and may result in 


disciplinary action being pursued in accordance with agreed procedures.  
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SAMPLE SOCIAL MEDIA POLICY 


 


Representing the Company  


The same rules that apply to our communications in traditional media, like 


newspapers, television and radio, also apply in online news or social media sites or 


networks.  


 Official comment from the company to be broadcast online should be routed 


through appropriate Communications staff in the first instance.  


 Any section / department that wishes to establish a social media profile or site 


should seek communications support via the appropriate manager, who will then 


be then responsible for the ongoing management and governance of authorised 


social media pages or profiles and consequently must be familiar with this policy 


document.  


 The company will ensure that any official comments made online meet 


obligations under the Data Protection Act, especially in relation to private 


information. 


 It will also be cognisant of any copyrights, trademarks, rights of publicity, and 


other third party rights in the online social media space, including user generated 


content (UGC).  


 Any requests from the media, public representatives or other organisations for 


official comment from the company on any topic should be referred to the 


manager. 


 


Personal Social Media Profiles  


Over 2 million people in Ireland have a Facebook profile, and most of them use it on a 


weekly or daily basis. This is one only of a range of websites that allows visitors to 


establish a profile and enter into debate, comment and conversation online, like 


Youtube, Twitter, Pinterest, news sites like the Journal.ie and many more.  


 


Everyone is entitled to explore and engage in social media communities in a personal 


capacity, at a level at which they feel comfortable. As time passes, more and more 


people tend to link together in this way, and many social media sites will continue to 


allow you to register personal information like your hometown, education, likes, 


interests - and details of your employer.  


 


If you choose to identify yourself as an employee on social media profiles, or in your 


commentary on personal topics within social media sites, it is important to use 


common sense and be aware of the nature of your comments and their possible 


consequences. It is important that all our employees are aware of the implications of 


engaging in forms of social media and online conversations that reference the 


company or your association with the company. Privacy, Data Protection 


requirements, defamation law and basic duty of care all still apply in comments that 


are made while off-duty and online. If an employee comments online in a personal 


capacity while identified as an employee, these comments can be attributed or 


perceived as the official position of the company.  


 


Remember, when using social media in personal time:  


 Be respectful of all individuals, races, religions and cultures; how you conduct 


yourself in the online social media space not only reflects on you – it is a direct 


reflection on your professionalism, your clients and your employer.  
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 Think before you post. Anything you post that is inaccurate, unfair, or breaking 


privacy standards will ultimately be your responsibility.  


 You may come across negative posts about the company, but should avoid 


responding yourself. The post in question should be forwarded to the manager 


who is authorised to respond to comments on behalf of the company.  


 Be conscious when mixing your business and personal lives. Online, your 


personal and business profiles are likely to intersect. The company respects the 


privacy of all employees, but you must remember that clients and colleagues may 


have access to the online content you post. Keep this in mind when publishing 


information online that can be seen by more than friends and family, and know 


that information originally intended just for friends and family can be forwarded 


on very easily.  


 Know that the Internet is permanent. Once information is published online, it is 


essentially part of a permanent record, even if you “remove/delete” it later or 


attempt to make it anonymous.  


 


Protecting Employees from online abuse  


Given the nature of and the high levels of participation in social media sites like 


Facebook in Ireland, employees may from time to time become the victim of abuse or 


defamation by members of the public through comments made and published on the 


internet or on social networks.  


 


Where this occurs, local line management will work to support its employees in every 


way possible. Responsibility for responding to staff concerns about and co-ordinating 


the response to abusive online comments rests with local line management, as is does 


with all staff health safety and welfare issues.  


 


Where staff are notified of or are concerned about an abusive or defamatory post, 


profile, comment or page relating to an employee or service, this should be reported 


immediately to the senior line manager. The line manager should arrange for the post 


to be reviewed, and where possible or appropriate, the post should be reported as 


abuse with the relevant site’s existing reporting process. A screenshot should be 


recorded of the comment.  


 


The company senior management are available to assist line managers in responding 


to cases such as this, by providing access to sites such as Facebook to allow for online 


reporting, and also by giving advice on how to approach website or network owners 


and publishers directly in relation to reporting abusive content.  
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SAMPLE CCTV SYSTEM POLICY 


  
1  Introduction 


1.1  The purpose of the CCTV System Policy of X Company (“the Policy”) 


is to regulate the management, operation and use of the closed circuit 


television (CCTV) system (“the System”) at X Company (“the 


Company”). 


 


1.2  The system comprises a number of fixed and dome cameras located 


around the company site. The Policy follows the Data Protection 


Commissioner’s published guidelines and is in accordance with the 


Data Protection Acts 1988-2003 (“the Acts”). 


 


1.3  The System is wholly owned by the Company. 


 


2 Objectives of the System 


(a)  To act as a deterrent against criminal activity affecting property 


belonging to the company. 


(b)  To increase safety of staff, customers and visitors. 


(c)  The System will not be used to monitor the movements of staff, 


customers or visitors. 


 


3  Statement of intent 


3.1  The Company will treat the System and all information, documents 


and data images obtained and used there from as data which may be 


deemed personal data requiring protection under the Acts. 


 


3.2  It is intended that the CCTV cameras will be used to capture images of 


intruders or  individuals damaging property or removing goods without 


authorization, and release this information to and at the request of, the 


Gardai. 


 


3.3 Information captured as a result of the use of the System will not be 


used for any commercial purpose. The recorded images shall be stored 


on DVDs which will only be released to third parties for use in the 


investigation of a specific crime and with the written authority of the 


Garda Siochana. DVDs containing personal data will never be released 


to the media or other third parties for any purpose that is not permitted 


under the Policy without the Data Subject’s consent. 


 


3.4  The planning and operation of the System has been designed to ensure 


that it provides maximum effectiveness and efficiency insofar as is 


reasonably practicable, but it is not possible to guarantee that the 


System will cover or detect every single incident taking place in the 


areas of coverage. 


 


3.5  Warning signs, as required by the Code of Practice of the Data 


Protection Commissioner have been placed at all access points to areas 
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covered by the company CCTVs to inform all persons who may be 


deemed Data Subjects, of the existence of the System. 


 


4 Operation of the system 


4.1  For the purposes of the Data Protection Acts 1988-2003 the Data 


Controller will be (Company).  In practice, the System will be 


managed by the Manager, in accordance with the principles and 


objectives expressed in the Policy. 


 


4.2  The day-to-day management will be the responsibility of the Manager 


and be approved by the Chief Executive. Other personnel may also be 


authorised by the Chief Executive to view recorded images for the 


purposes outlined in this policy, e.g. the Assistant Manager. 


 


4.3  The Manager’s office (referred to in 6 below) will only be staffed by 


the Company’s authorised security and management personnel who 


shall also adhere to the Policy. 


 


4.4  The System will be operated 24 hours each day, every day of the year, 


except for periods of breakdown or necessary maintenance. 


 


5 Control Room 


5.1  The Manager’s office is where the system is installed and from where 


it is controlled.  The Manager will check and confirm the efficiency of 


the System regularly and in particular that the equipment is properly 


recording and that cameras are functional.  The recording equipment is 


located in a locked cabinet in the Manager’s office. The key will be 


held by the Manager. 


 


5.2  Access to the Manager’s office will be limited to authorised personnel 


while recorded data is being viewed. 


 


5.3  If out of hours emergency maintenance arises, the Management and or 


Data Controller must be satisfied of the identity and purpose of 


contractors before allowing access to the Control cabinet. 


 


5.4  During the working day when the Manager’s office is not manned the 


Control cabinet will be kept locked. 


 


6 Recording procedures 


6.1  CCTV recording will be maintained at all times. 


 


6.2  CCTV Monitors are installed in the following areas and will be used in 


accordance with this policy: 


(a)  Manager’s office 


(b)  Other locations (if any). Should this be a remote monitor its use 


will be restricted to ensure that staff and customer movements 


are not being monitored or captured continuously. 
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7 Video recording procedures 


7.1  Recordings are initially made to a hard disk which is located in the 


locked Control cabinet in the Manager’s office.  The equipment is 


programmed to delete images after 28 days automatically.  Data can be 


recorded on to DVDs for specific purposes in accordance with this 


policy and with the authorization of the Chief Executive. Such DVDs 


will be stored in the locked Control cabinet. 


 


7.2  In order to maintain and preserve the integrity of the DVDs used to 


record events from the hard drive and the facility to use them in any 


future proceedings, the following procedures for their use and retention 


must be strictly adhered to: 


(a)  Each DVD must be identified by a unique mark. 


(b)  Before use each DVD must be cleaned of any previous 


recording. 


(c)  The Manager shall register the date and time of DVD insert, 


including DVD reference. 


(d)  A DVD required for evidential purposes must be sealed, 


witnessed, signed by the Manager, dated and stored in a 


separate and secure, safety container. If a DVD is not copied 


for the Gardai before it is sealed, a copy may be made at a later 


date providing that it is then resealed, witnessed, signed by the 


Manager, dated and returned to the evidence DVD store. 


(e)  If the DVD is archived the reference must be noted. 


 


7.3  DVDs may be viewed by the Gardai when requested to assist them in 


their duties. 


 


7.4  A record will be maintained of the release or viewing of DVDs to the 


Gardai or other authorised persons. A register will be maintained for 


this purpose. 


 


7.5  Should a DVD be required as evidence, a copy may be released to the 


Gardai under the procedures described in paragraph 7.2 (d) of the 


Policy. DVDs will only be released to the Gardai on the clear 


understanding that the recording remains the property of the Company, 


and both the DVD and information contained on it are to be treated in 


accordance with this code. The Company also retains the right to 


refuse permission for the Gardai to pass to any other person the DVD 


or any part of the information contained thereon. On occasions when a 


Court requires the release of an original DVD this will be produced 


from the secure evidence DVD store, complete in its sealed bag. 


 


7.6  The Gardai may require the company to retain the stored DVDs for 


possible use as evidence in the future. Such DVDs will be properly 


indexed and properly and securely stored until they are needed by the 


Gardai. 


 


7.7  In respect of DVDs not required to be retained for security, crime 


detection or other legitimate purposes, the Company will ensure its 
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best endeavours are used to safely and properly dispose of the contents 


of the DVDs after 28 days. 


 


7.8  Applications received from outside bodies (e.g. solicitors) to view or 


release personal data stored on DVDs and held by the Company will be 


referred to the Chief Executive. In these circumstances a copy of the 


relevant DVD will normally be made available for viewing or released 


where satisfactory documentary evidence is produced showing that 


they are required for legal proceedings, a subject access request, or in 


response to a Court Order. A fee can be charged in such circumstances: 


€6.35 for subject access requests; a sum not exceeding the cost of 


materials in other cases. 


 


8 Breaches of the Policy (including breaches of security) 


8.1  Any breach of the Policy by the Company staff or any other person 


with responsibility under the Policy will be initially investigated by the 


Chief Executive, in order for him/her to take the appropriate 


disciplinary action. 


 


8.2  Any serious breach of the Policy will be immediately investigated and 


an independent investigation will be carried out by nominees of the 


Chief Executive to make recommendations on how to remedy the 


breach. 


 


9 Assessment of the System 


9.1  Maintenance and performance of the system, including random 


operating checks, will routinely be carried out by the Manager. 


 


10 Complaints 


10.1  Any complaints about the Company’s CCTV system should be 


addressed to the Chief Executive. 


 


10.2  Complaints will be investigated in accordance with paragraphs 8.1 and 


8.2 of the Policy. 


 


10.3  Any person who might be deemed a Data Subject in relation to the 


System shall be at liberty to make a complaint directly to the office of 


the Data Protection Commissioner, Canal House, Station Road, 


Portarlington, Co. Laois. 


 


11 Access by the Data Subject 


11.1  The Acts provide Data Subjects (individuals to whom "personal data" 


relate) with a right of access to personal data held about themselves 


(including images recorded by the System and stored on DVDs), under 


the terms of the Acts. 


 


11.2  Requests by Data Subjects for such access should be made in writing 


to the Chief Executive. 
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11.3  The form of access granted may consist of facilities being offered at 


the Company premises to view the relevant personal data or the release 


of a copy DVD storing the relevant personal data. 


 


12 Public information 


Copies of the Policy will be available to the public from the Company Office 


and the Chief Executive. 


 


 


 


Date: 
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SAMPLE INDUCTION POLICY AND 


CHECKLIST 
 


POLICY STATEMENT 


 


1. GENERAL 


 


<Company> believes that all new employees MUST be given timely induction 


training. This training is regarded as a vital part of staff recruitment and integration 


into the working environment. This policy, associated procedures and guidelines 


define the Company’s commitment to ensure that all staff are supported during the 


period of induction, to the benefit of the employee and Company alike. 


 


2. AIM 


 


It is the aim of the Company to ensure that staff induction is dealt with in an 


organised and consistent manner, to enable staff to be introduced into a new post and 


working environment quickly, so that they can contribute effectively as soon as 


possible. This induction policy, associated procedures and guidelines aim to set out 


general steps for managers and staff to follow during the induction process. It is 


expected that all managers and staff will adhere to this policy. 


 


The Company expects that the implementation of good induction practice by 


managers/supervisors will: 


 Enable new employees to settle into the Company quickly and become 


productive and efficient members of staff within a short period of time.  


 Ensure that new entrants are highly motivated and that this motivation is 


reinforced.  


 Assist in reducing staff turnover, lateness, absenteeism and poor performance 


generally.  


 Assist in developing a management style where the emphasis is on leadership.  


 Ensure that employees operate in a safe working environment.  


 Will reduce costs associated with repeated recruitment, training and lost 


production.  


 


3. THE COMPANY’S COMMITMENT 


 


The Company Human Resources Department / Head Office will: 


 Issue guidelines to familiarise managers and staff with the induction process.  


 Maintain and update the Induction Policy.  


 Provide a checklist for managers and staff to follow during the induction 


period.  


 Ensure there is effective monitoring of the induction process particularly in the 


first three months.  


 Deal with any problems promptly providing an efficient service for both 


managers and staff.  


 Review all policy, procedure and guideline documents on a regular basis.  
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 Provide relevant formal training courses necessary to assist the induction 


process.  


 


 


GUIDELINES FOR MANAGERS/SUPERVISORS 


 


1. GENERAL 


 


Starting a new job is a demanding and often stressful experience. Quite apart from the 


obvious challenge of tackling new tasks, there is also the need to become accustomed 


to a new organisation, a new environment and new colleagues. The purpose of 


induction is to support new employees during this difficult period and to help them 


become fully integrated into the Company as quickly and as easily as possible. 


 


Induction has benefits for all involved in the process. Employees who settle quickly 


into the Company will become productive and efficient at an early stage and in turn 


will experience feelings of worth and satisfaction. 


 


It is generally recognised that new employees are highly motivated and an effective 


induction process will ensure that this motivation is reinforced. 


 


2. BENEFITS OF INDUCTION 


 


The advantages of an effective and systematic induction process are as follows: 


 


 To enable new employees to settle into the Company quickly and become 


productive and efficient members of staff within a short period of time.  


 To ensure that new entrants are highly motivated and that this motivation is 


reinforced.  


 To assist in reducing staff turnover, lateness, absenteeism and poor 


performance generally.  


 To assist in developing a management style where the emphasis is on 


leadership.  


 To ensure that new employees operate in a safe working environment.  


 To reduce costs associated with repeated recruitment, training and lost 


production.  


 


3. INDUCTION CHECKLIST 


 


The Induction checklist is a very useful way of ensuring that information is imparted 


to new employees when they are likely to be most receptive. It avoids overloading 


employees with information during the first weeks whilst ensuring that all areas are 


covered. Managers/supervisors should ensure that these matters have been properly 


understood whilst the checklist is being completed, perhaps in the form of a weekly 


chat with the new entrant. Arrangements should also be made for the employee to 


visit any relevant departments with which they have regular contact in the course of 


their duties. At the end of the process the induction checklist should be signed by the 


relevant parties and placed in the member of staff's personnel file. 
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4. FIRST DAY OF EMPLOYMENT 


 


Preparations should be made for the arrival of the new entrant well in advance, for 


example, arrangements should be made to provide desk, equipment and lockers etc. 


Most new employees tend to be concerned primarily with two matters: 


 


a) whether they can do the job and 


b) how they will get on with their new colleagues. 


 


It is therefore important to introduce them to their new workplace and colleagues at 


the earliest opportunity. An introductory talk will be appropriate at this time and can 


be combined with the provision of general information and exchanging any necessary 


documentation. This talk should be as brief as possible, because the employee is 


unlikely to be receptive to detailed information at this stage, and should be conducted 


by someone who is well prepared and has sufficient time available. 


Managers/supervisors should refer to the Induction Checklist and use it as a basis for 


discussion thus ensuring all documentation is complete. 


 


A tour of the workplace should be arranged for the new entrant allowing the Company 


/ Division to be viewed as a whole and the recruit to see where he/she fits into the 


organisation. 


 


The new entrant will want to get to know his/her colleagues and quickly become part 


of the team and time should be made for this process. Colleagues should be briefed on 


the new entrant’s arrival. If possible one of the new entrants colleagues should be 


nominated to ensure that he/she has every assistance in settling in quickly. 


 


5. INDUCTION PROGRAMMES 


 


Induction programmes must be geared to the individual’s needs. Some of the more 


obvious new members of staff requiring special attention are as follows: 


 


School Leavers 


For most new employees, induction is concerned with getting accustomed to a new 


job. For school leavers, however, it is about adjusting to a whole new way of life - the 


world of work. Consequently, school leavers are likely to need more support than 


other groups. Wherever possible, induction and subsequent training should relate to 


knowledge and skills which go beyond the employee’s own particular job. School 


leavers will need guidance on wider issues, such as career planning, acquiring 


qualifications, coping with the routine and discipline of work and managing money. 


 


It would also be helpful for school leavers to be introduced to an approachable person 


to whom they could take any queries they might have. 


 


Graduates 
Graduates tend to have a high level knowledge but may not have the skills relevant to 


the job. They will want to feel that they are making a contribution from early on and 


to understand the organisation of the Company and their role within it. Also they will 


want to have a clear picture of future career prospects and to gain broad experience 


with this in mind. The Trust should provide the graduate recruit with an adviser - such 
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as a senior manager - who can organise the necessary breadth of experience and offer 


advice and support in relation to career progression. 


 


Managers 
Whilst many of the points in the checklist apply equally to all new managerial staff, in 


most cases individual induction programmes will be necessary. These should be 


drawn up in consultation with new managers, taking into account their backgrounds 


and experience and the nature of their new roles. Priority should be given to helping 


new managers establish and maintain relationships with management colleagues and 


opportunities should be provided for them to spend time in other relevant departments 


to facilitate this process. This will help managers quickly to gain an understanding of 


the Company’s philosophies, strategic plans and business plans. 


 


Ethnic Minorities 


In some cases, it may be necessary to design induction programmes with the special 


needs of ethnic minorities in mind. Language problems and attitudes amongst existing 


staff may be areas requiring particular attention. This is preparation that should be 


completed before any member of staff joins the Company. The Company will not 


tolerate racist or prejudiced behaviour in any form. 


 


Long-term Unemployed 
Previously long-term unemployed people who have been recruited may have been 


absent from the working environment for some time so it will be helpful to recap on 


some of the issues relating to school leavers. these should, of course, be adapted to 


suit older workers, who may need to build up confidence and the induction process 


can be used to update knowledge of basic office technology (photocopiers, fax 


machines, telephone systems, etc. as well as computers). 


 


Other Groups 
Other groups that may need particular consideration include disabled employees and 


women returning to work after having raised a family. 


 


These groups will also require the induction procedure as women returning to work 


may, like the long-term unemployed, be out of touch and lacking in confidence. 


Disabled employees may have all or a combination of induction needs, but these 


needs may be compounded by their disabilities. Part of the induction process for 


disabled employees will involve checking such things as wheelchair access to parts of 


the workplace, toilets and lifts etc. The necessary reasonable adjustments to the 


workplace required to accommodate the disabled individual should be completed 


prior to them commencing, and carried out in discussion with the individual or their 


adviser. 


COMPLETING THE INDUCTION PROCESS 


 


Induction can be said to end when the individual become fully integrated into the 


organisation. Of course, there is no set timescale within which this will happen and 


follow up is essential. Giving new employees the opportunity to ask questions several 


weeks into employment can be useful, and the induction checklist will provide this 


opportunity. In some areas, such as understanding wider aspects of the organisation, 


follow up after a number of months may be appropriate. 
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COMPANY NAME 


 


INDUCTION PROGRAMME FOR NEW STAFF 


 


 


DEPARTMENT  ...................................................................... 


 


 


NAME OF EMPLOYEE ......................................................………….. 


 


 


JOB TITLE  ...................................................................... 


 


 


DATE COMMENCED ......................................................………….. 


 


 


This is a checklist of information for Induction which managers / supervisors  should 


use with new staff as part of their induction programme within the first few days, and 


certainly within the first two weeks of employment. Health and Safety items should 


be identified immediately. The new employee should be asked to tick each subject as 


he/she has been informed about it, and sign the end of the form. The manager / 


supervisor then sends the form to the Personnel Department / Head Office for 


inclusion in the employee’s personnel file.  


 


Not all the following subjects are applicable to all departments. Should this be the 


case, record N/A. 


 


Please read the guidance notes below before completing this form. 


 


Guidance Notes 


 


Certain groups of staff have specific induction needs. the main groups are detailed 


below, with particular points to take account of, highlighted. 


 


ITEMS SPECIFIC TO THE FOLLOWING GROUPS OF STAFF 


 


Staff with Disabilities 


Disabilities include for example physical handicap, deafness, blindness, mental 


handicap. consider the following for discussion: 


 


1. Confirm the nature of the disability. 


2. Clarify if the employee has any special needs relating to disability. 


3. Check whether employee has any particular concerns regarding the workplace. 


 


Graduates and College/School Leavers 
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These staff may have no previous work experience and will need careful integration 


into the department. Discuss the following: 


 


1. Role within the department. 


2. Reporting responsibilities. 


3. Allocation and prioritisation of work. 


 


Staff Returning to Work after a Period of Absence 


This includes staff who were previously unemployed, women returning after starting a 


family, or after any other prolonged period of non-employment. Discussion should 


include, for example: 


 


1. The difference between the employee’s previous working environment and this 


new one. 


2. Changes in skills required for this area of work. 


3. Requirement for training to update skills. 


 


Managers and Professional Staff 


These staff need a broader induction to put their post in context. 


 


1. Structure and culture of department. 


2. Role in relation to Department / Company as appropriate. 


3. Training course in supervisory and management skills, if required. 


 


 


 


ITEMS TO COVER WITH EACH NEW EMPLOYEE 


 


The Department Complete 


1. Department function   


2. Introduction to colleagues   


3. New entrant’s own job   


4. Supervision  


5. General layout - entrances and exits   


6. Telephone system, bleeps and intercom systems   


  


Conditions of Employment  


1. Information on hours of work, including duty rotas, shift systems "on-call" 


breaks  


 


2. Time recording, flexi-time   


3. Bonus scheme, allowances   


4. Probationary periods of employment   


5. Company Pension scheme and eligibility   


6. Reporting in when sick including when on leave   
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7. Arrangements for requesting leave: annual leave, unpaid leave, compassionate 


leave  


 


8. Issue of uniforms, and uniform policy, protective clothing, replacement, 


laundry  


arrangements  


 


  


Health and Safety, Security, Fire  


1. Health and safety information relevant to the department   


2. Issuing of fire instructions and procedure   


3. Location of fire-fighting equipment   


4. Accident reporting   


5. First aid facilities/pre-employment health screening/role of Occupational 


Health /  


Company Doctor 


 


6. Loss of personal effects   


7. Security of department/building   


8. Arrangement for keys, passes, ID Badges etc.   


9. Violence and aggressive behaviour   


10. Management of  monies/valuables   


11. Major Incident procedures   


  


Conduct  


1. Personal presentation   


2. Disciplinary procedures   


3. Courtesy to the customer and the public   


4. Confidentiality   


5. Noise Control  


6. Acceptance of gifts   


7. Statements to the Press   


8. Local rules regarding smoking   


9. Private use of telephones   


10. Standards of Business Conduct   


  


Facilities  


1. Cloakroom, lockers, lavatories   


2. Canteen   


  


Education, Training, Promotion  


1. Study leave   


2. Means of advancement, promotion opportunities   


3. Employee appraisal, review systems   


  


Employee Involvement and Communication  


1. Employee or Trade Union representative   


2. Communication arrangements   


3. Information sources, e.g. notice boards, circulars etc.   


4. Food and Health Policy   
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5. Handling Complaints   


  


Items Specific to Department  


1. Pay   


2. Notice of termination of employment   


3. Sick certificates   


4. Waste disposal   


5. Control of infection   


6. Lifting and handling   


 


 


 


OTHER RELEVANT ISSUES SPECIFIC TO DEPARTMENT 


 


 


  


I have been informed about and understand the above items. 


 


 


 


Signature:...................................…………………………………………………… 


Date:.............. 


 


 


 


I confirm that the above Induction Programme has been completed for the above 


member of staff. 


 


 


Signature of Head of Department/ 


Designated Officer:...................................………………………………………… 


Date:.............. 


 


 






