Security Risk Analysis Myths and Facts

Myth Fact
The security risk analysis is False. All providers who are “covered entities® under HIPAA are required to
optional for small providers. perform a risk analysis. In addition, all providers who want to receive EHR

incentive payments must conduct a risk analysis.

Simply installing a certified EHR False. Even with a certified EHR, you must perform a full security risk analysis.

fulfills the security risk analysis Security requirements address all electronic protected health information you
MU regquirement. maintain, not just what is in your EHR.

My EHR vendor took care of False. Your EHR vendor may be able to provide information, assistance, and
everything | need to do about training on the privacy and security aspects of the EHR product. However,
privacy and security. EHR vendors are not responsible for making their products compliant with

HIPAA Privacy and Security Rules. It is solely your responsibility to have a
complete risk analysis conducted.




