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STEWARDSHIP AND THE ROLE OF THE BUSINESS OFFICER

The University of California had operating expenses of $18.7 billion in fiscal year 2006-07. This represents an enormous amount of money spent to teach students, conduct research, provide patient care, and engage in service to the public. To put it into perspective, it translates, in part, to the awarding of 55,939 degrees in 2007, conducting $3.2 billion in research, handling over 3 million patient visits, and maintaining library holdings of nearly 36 million books. Put another way, if UC was a Fortune 500 Company, it would rank #125 on the 2007 list. Staples, Inc., with over 2,000 stores, is ranked #126.

The University receives its funding from a wide variety of sources – students and their families, the State, the Federal government, patients, alumni, donors, corporations, foundations, and lenders. All of these benefactors expect the University to manage and spend its money prudently and effectively, and to account for it properly. A Business Officer plays a critical part in ensuring that this happens. In short, a Business Officer’s role can be summed up in one word – stewardship. Business Officers are at the forefront of ensuring that the University remains financially accountable. In doing the day-to-day work associated with taking on this role, it is very easy to lose sight of how large and important a role it is. The chart below shows how basic, daily business transactions ultimately affect strategic planning, the making of budgetary policy decisions, and the creditability of the University.

UC Business Officers play a key role in ensuring that basic business transactions are handled properly. The results of these efforts directly influences the accuracy of the general ledger and of the many financial reports and analyses that are produced from it. Many important decisions are made at different levels of the University based on this information. Even more importantly, financial reports provide the public with a means to judge how well the University is managing and spending its money. 

BUSINESS OFFICER responsibilities

Planning and Budgeting

On each campus, medical center, laboratory, and at Office of the President, a great deal of time and effort is spent developing strategic plans and budgets throughout all levels of the organization.
 In this regard, Business Officers are expected to contribute to the development of some or all of the following things:

· Strategic planning – establishing the main objectives and strategic initiatives of the organization

· Budgeting – determining the amount of resources to allocate to various activities and programs, and, once allocated, monitoring how well the resources are spent during the year

· Developing policies and procedures – establishing the specific policies and procedures that are to be used to achieve the strategic and business objectives and initiatives of the organization

In order to ensure success in achieving the organization’s strategic objectives, it is important that plans, budget information, and policies and procedures be clearly and broadly communicated to all parties of interest within the organization.

Staffing and Work Environment

Business officers are responsible for hiring qualified staff and establishing a productive work environment. Successful managers do the following things to accomplish this: 
· Employ competent, knowledgeable staff

· Ensure that all staff understand organizational objectives and strategic plans

· Provide staff with the resources and support needed to succeed in performing responsibilities

· Establish clear performance expectations for each staff member

· Provide training and development opportunities 

· Provide objective feedback and regular performance evaluations

· Encourage communications between and across all levels of the organization

· Support efforts aimed at continually identifying and implementing improvements in processes and procedures

TIP: In recruiting new employees, you might want to use competency-based interviewing techniques. Doing this might help answer the nagging question, “How well will they fit into the job and with our organization?” The approach involves placing less emphasis on experience and more on finding people who possess the behavioral competencies that are most important to succeeding in a particular job position. The key step involves identifying the competencies that are most important for the position. For example, in a customer service position, you might look for a person who is intuitive, a good listener, diplomatic, personable, empathetic, a problem-solver, detail oriented, and handles stress well. In a supervisor, you might look for a person who is committed, decisive, articulate, enthusiastic, direct, a developer of others, possessor of good judgment, and committed to quality.  
Delegation of AUTHORITY

A Business Officer is responsible for assigning duties and responsibilities to various people. Doing this involves delegating authority, or accountability, for different tasks to different staffmembers. UC administrative policies, such as the Business and Finance Bulletins, have a section called “Responsibilities” that designates the individual who is responsible for carrying out the policy and to whom the responsibilities may be redelegated, if indeed, the responsibilities can be redelegated. Here are some things to keep in mind in delegating authority:

· Officially recorded. Delegations of authority must be officially recorded, approved, and periodically reviewed. 

· Separation of duties. In making delegations of authority, the person making the delegations must ensure that duties are appropriately segregated. 

· Limitations. The person making the delegation of authority cannot delegate more authority than what that person possesses. 

· Qualified and capable. People receiving delegations of authority must be qualified and capable, properly trained, know what is expected of them, and be given the appropriate level of authority. 

· Audit trail. There should be a clear delineation of authority between the different people involved in carrying out a particular process. 

· Review accountability structure. The person responsible for delegating authority must occasionally review the accountability structure to ensure that it continues to function properly. 

Transaction Processing  

Some of the most important delegations of authority are the ones given to transaction preparers, and transaction reviewers and/or approvers. As we discussed earlier, the correct processing of daily transactions ultimately affects the accuracy and reliability of financial records, reports, and analyses.

A transaction preparer’s responsibilities include the following:

· Understanding the transaction process

· Understanding basic policy and regulatory requirements related to the transaction process

· Understanding how to use the transaction processing system and properly code transactions

· Understanding how to handle unusual situations, such as responding to system edit or error messages

For any business process, there may be one or more transaction reviewers or approvers. Transaction reviewer/approver responsibilities include the following:

· Performing an independent review of each business transaction

· Checking the transaction for accuracy and appropriateness

· Checking the transaction for compliance with all applicable policies

· Stopping further processing of the transaction, if necessary, to investigate and resolve issues 

· Ensuring that an appropriate back-up reviewer/approver is designated

Interesting Observation: Virtually all of the embezzlements and frauds that have occurred over the years at colleges and universities, including UC, have their roots in “everyday” transactions that were improperly or inappropriately processed. Common improprieties include some combination of an unscrupulous person and one or more of the following factors:

- 
A person (such as the “unscrupulous person”) initiating, reviewing, and approving a transaction, such as a vendor payment or cash receipt

- 
A transaction reviewer failing to review transactions in a timely manner or being the same person as the transaction initiator and/or approver

- 
A person responsible for controlling and/or distributing assets, such as cash, goods for sale, or parking passes, operating within a process that does not provide for timely and independent reconciliation or monitoring of cash collected or amounts recharged to the value of the assets distributed 

- 
A person who handles assets and/or initiates or approves transactions having the ability to record adjustments to the ledger or other financial records

- 
Lack of proper controls over access to key financial records that serve to document transactions and provide an audit trail
Internal Controls

A Business Officer is responsible for ensuring that appropriate internal controls are in place within the various business processes for which they are responsible. This ensures that the processes are effective, information is reliable, and transactions are conducted in compliance with all applicable policies, laws and regulations. Business Officers need to be aware of factors that may signal a need to re-evaluate internal controls. Some of these factors include:

· Changes in process, such as those resulting from process redesign efforts

· External influences, such as the emergence of electronic commerce

· Legal, regulatory, or policy changes

· Changes in organizational structure

Business Officers should be aware that completely eliminating all risk in a business process is rarely financially feasible. In determining the appropriate level of internal controls that need to be put in place, the cost of controlling risks must be weighed against the expected costs, economic and otherwise, of incurring the risk.

TIP: Separation of duties can be as easy to apply as ABC. Think of good Separation of duties as making sure no one person has responsibility for more than one of the following categories of duties listed below:

Asset handling and disposition. This category of duties includes physically handling or controlling assets, like cash, and/or being in a position to direct where a University asset goes, like initiating or processing (which may not necessarily involve approving) a vendor payment. 
Booking transactions to the general ledger, subledgers, and journals. This category of duties involves recording financial transactions associated with the transfer of assets to or from the University to the general ledger. Transactions processed in an automated financial system are usually “booked” when they are approved on-line. 
Comparison/Reconciliation. This category of duties involves reviewing transactions appearing in the general ledger for validity and reasonableness, and/or comparing transactions to supporting records or documentation. This may include post-audit notification (PAN) approval.
Accounting 

The University engages in fund accounting. Fund accounting helps to ensure that resources received by the University are spent for the intended purposes, and are accounted for and reported on accordingly. The proper coding of everyday financial transactions allows for the preparation of accurate and useful financial reports and analyses. The accounting coding structure (more popularly known as the account-fund profile or chart of accounts) used by the University provides the basis by which it organizes and presents financial data. From an operational perspective, the same coding structure allows all other levels of the University, including each campus and subunits of the campus, to prepare financial reports and analyses useful for managing programs and activities.

The chart of accounts contains the accounting codes used to classify business transactions. UC accounting codes of particular interest to Business Officers include the following:

· Location Codes represent the campus location.

· Account Codes represent balance sheet, revenue and expense items. Expense account codes usually represent a type of activity or cost center. For each expense account code, there is usually at least one person who is responsible for the financial activity that occurs within the account code.

· Fund Codes represent how funds may be used. In many instances, a fund code represents a specific source of funding.

· Subaccount Codes represent the general object of the expense within an account. These codes facilitate budgetary control.

· Object Codes represent the natural classification of expenses by object. These codes provide a more detailed breakdown of subaccount codes.

Because different campuses use different financial information systems, each of the elements of the chart of accounts used at a particular campus may differ from the ones described above. However, each element of the local campus chart of accounts must directly relate to a comparable element of the UC chart of accounts. This allows the University to consolidate financial information from all of the campuses, laboratories, and medical centers in a consistent manner.

On a related matter, it is important to understand that accounting rules change over time. The accounting rule-making bodies, like the Government Accounting Standards Board (GASB), will often change the way in which we must report our financial data. This in turn may effect accounting done at the department-level. A recent example of a change involves GASB Pronouncement #35, which, among other things, mandates that the University depreciate buildings, equipment and library books. This has translated into changes in the way in which some equipment acquisitions are coded.

TIP: If you’re involved in setting up or restructuring your accounting codes, start from the top. Begin the process by determining what kinds of decisions need to be made from financial information. Then determine the financial reports and analyses that are needed to help facilitate decision-making. Once this is done, structure accounting codes so that data can be quickly and easily organized and compiled into the needed financial reports and/or analyses. 
Financial Reports

Financial reports range from the highly summarized University-wide financial reports viewed by the public to detailed account-fund-sub-object code financial analysis reports used on a regular basis by virtually all departments and programs.

Readers of financial reports can be internal or external parties. Those interested in executive-level information include the Regents, legislature, federal agencies, donors, and bondholders. Those interested in more detailed management and operational-level reports include chancellors, provosts, deans, unit heads, division and departmental managers, and financial and budget analysts. All users of university financial data expect it to be complete and accurate.

Business Officers are typically responsible for preparing a variety of financial and budgetary reports and analyses. Financial reports and analyses answer questions like: 

· How much do I have left to spend?

· What is the financial condition of the University?

· Was the funding used as intended? 

· How much did we spend on travel? 

· Were any laws broken or regulations ignored?

· What amount of funding shall we allocate to this activity? 

Monitoring and Evaluating Financial Data

Perhaps the most ubiquitous example of this responsibility is reviewing revenue and expenses appearing in the monthly ledger. Monitoring and evaluating financial data has become an increasingly important responsibility as more processes are decentralized and more emphasis is placed on post-audit, or “back-end,” controls. An example of a process that relies heavily on post-audit controls is the payroll post-audit notification (PAN) process.

Some things to consider in undertaking this responsibility include the following: 

· Reconcile locally-generated data to system-generated data. If you use reports or analyses generated from financial data maintained on a departmental computer system, reconciling this data to financial system-generated data will ensure that the data you are using is accurate.

· Compare budget balances to actual balances. This is probably the most common type of analysis. The results of this analysis will indicate such things as how effectively resources have been used, the efficiency of operations, and how well budget and planning objectives are being met. 

· Review of revenue and expenses. This type of analysis is particularly important for units, departments, and programs, such as service and auxiliary enterprises that are self-supporting, deriving their funding from sources outside the University or from recharges to other units. For units processing large numbers of transactions, it is usually most practical to review a sample of significant transactions.

· Investigate significant deviations. In evaluating financial figures, ratios, and trend data, it is important to promptly investigate anything that appears to be unusual. Many times, these kinds of deviations are the result of errors or omissions.
· Correct errors before the next ledger cycle. Errors in general ledger data should be corrected promptly. Maintaining inaccurate data for long periods of time can result in misinterpretation and poor financial decision-making. Prompt error correction is particularly important for any expense made from Federal funds as we are allowed only one hundred and twenty days from the date of the original charge to make adjustments. 
· Document corrective actions. In preparing transfers of expenses or transfers of funds to correct errors, it is important to include a complete explanation (what? when? where? why?) to support the adjustment.
INFORMATION TECHNOLOGY System Administration

Many Business Officers are responsible for overseeing departmental computer systems, including local area networks and web-servers. Some important things to consider in assuming this responsibility include the following: 

Physical Security

· Access: control access to data and to computer equipment, peripheral devices, and storage media containing valuable or sensitive information.

· Logon ID’s and passwords: logon ID’s and passwords should never be shared. Individual accountability is lost when such information is shared. 
· Background checks. Background checks should be performed on any employees having the ability to manipulate critical data maintained and processed in a departmental information technology system. This includes system analysts who can create transactions or maintain system access security, programmers who can change how transactions are processed, and database administrators who can access, create, delete, and change data.
Programming Issues

· Separation of duties: individuals involved in designing, programming, testing, and maintaining automated systems should not be assigned duties that allow any one person to inappropriately manipulate data or engage in fraud. For example, a database administrator who is responsible for maintaining certain databases and tables containing financial data should not be allowed to access and modify applications programs that use these database and tables. Programmers should not be allowed to perform all of the tasks related to preparing and placing a software application into production, such as designing, programming, testing, and implementing. Different analysts and programmers should be responsible for different parts of the process. 
· Change control: Formal procedures for authorizing and documenting changes to application programs should be implemented to ensure the quality of data processing and reporting. Change control is important, even for things such as spreadsheets containing departmental financial statements or financial analyses that are used by different people.
Technical Computing Issues

· Firewalls: Installing a firewall or firewall software will prevent outside computer users from accessing data maintained on a local computer network through the Internet.
· Backups and disaster recovery: A formal data backup process ensures that the loss of data can be reduced to usually no more than a day’s worth of work. A good disaster recovery plan will ensure that there is only minimal disruption to the department in the event of some unforeseen disaster. 
Your BOI handout material contains a section on ”Understanding Internal Controls” that provides more details on Electronic Data Processing (EDP) control concepts and issues.

TIP: In trying to break into computer systems, most computer hackers assume that passwords will contain only alphabetical characters and/or numbers. The software they write to try to guess passwords operate on this assumption. To make it a bit more challenging for hackers, use punctuation marks and other obscure symbols in your computer passwords.
Safeguarding University Assets

Business Officers are responsible for securing University assets, which include the following:

· Cash receipts. University cash handling policies should be followed closely. More on this topic in the “Cash Management” section that follows. 
· Petty cash and change funds. Petty cash and change funds must be regularly reconciled. Excessive amounts of petty cash should be returned to the campus cashiers office or to the general accounting office, depending on your campus.
· Inventories. Inventories must be controlled to prevent theft, misplacement, or misuse. 
· Inventorial assets. A periodic inventory of inventorial equipment needs to be performed to ensure that the assets exist and are being used in the proper place. In addition to being a good general business practice, federal contract and grant requirements dictate that this be done.
· Financial and business records. These records help prove that we have been good financial stewards. Controls need to be in place to ensure that access to the records is given only to appropriate staff – many perpetrators of fraud try to alter and/or destroy to cover their tracks. All important University paper-based and electronic business documents and records need to be retained for varying lengths of time in order to substantiate the validity and accuracy of business transactions and other dealings. 
An Interesting Story: Shortly after the death of an Emeritus Chemistry Professor, his widow called the campus to inform campus officials that there were some chemicals at their home that needed to be “picked up.” When representatives from the campus Environmental Health & Safety Unit arrived, they found that the professor had maintained a lab in a shed behind the house. It contained large quantities of chemicals, some of them very dangerous. After hiring a hazardous waste disposal firm, at a fairly substantial cost, to remove and discard the chemicals, it was learned that the professor had obtained the chemicals from the campus laboratory supply stockroom. Needless to say, after this incident, the stockroom tightened controls, tracking where chemicals are to be used, among other things. 
Audits 

Working with auditors and responding to audit findings is another responsibility of Business Officers. There are two types of audits – internal and external. Usually, they can be characterized as follows:

Internal Auditors tend to focus on the following objectives: 

· Ensuring that practices comply with policies and procedures: Ensuring transactions are handled according to policy. Practices may include a variety of processes, including financial, human resource, and health and safety. 
· Evaluating internal controls

· Identifying opportunities to improve efficiency

External auditors tend to focus on the following objectives:

· Attesting to the fairness of the University’s financial statements (Regents’ auditors). Ensuring that the financial statements provided to external parties are prepared in conformity with accounting standards and are not misleading.

· Evaluating internal controls as they relate to attestation objective 

· Assessing compliance with regulations (particularly Federal agency, state agency, and NCAA auditors)

In many cases, auditors will present findings that require a response, which is usually prepared by a business officer. In doing this, the business officer must determine if taking the recommended remedial actions is appropriate or if some other course of action is called for. In some instances implementing recommended remedial actions may not be cost-effective.

Cash Management

Many departments handle cash collections. The term “cash” includes currency, coin, checks, credit card receipts and electronic funds transfers. Some departmental cash collections may be small in number or dollar amount, but the same cash handling policies apply in any event. Here are some “highlights” of UC cash handling policies:

· New bank accounts. Only the UC Office of President Banking Service Group, acting on behalf of the President and the Regents, can open a new bank account in the name of the University. Campuses and departments do not have the authority to establish a bank account in the name of the University of California or any variation of its name, such as UC, UCLA, or UC – San Francisco.
· Separation of duties. As much as possible, different, qualified employees should handle the various responsibilities associated with cashiering. These responsibilities include cash receiving, counting, recording, depositing, and ledger review. 
· Accountability. Throughout the daily cash collection and deposit process, the identity of the different people handling cash and the amounts transferred should be documented. Having this information readily available can aid in problem-solving.
· Physical security. Precautions should be taken to protect both cash and the people handling, safeguarding, and transporting cash.
· Prompt deposit. Cash receipts should be deposited promptly with a major cashiering station. 
· Monitoring and reconciliation. Receipt documents should be checked against entries appearing in the ledger to ensure transactions were properly handled and accounted for.
Receivables Management

Some campus departments are responsible for billing external parties for goods and/or services. If you work for one of these departments, here are some things you need to consider:

· Prompt billing. Prompt billing usually results in the prompt receipt of payment, which optimizes the University’s cash balance.
· Monitoring. Use reports such “aged accounts receivable” reports to help in tracking accounts.
· Follow-up. It is important to promptly follow-up on past-due accounts. The chances of receiving payment are much greater the earlier collection efforts are made.
· Establish (Dis)incentives. Such things as activity holds encourage debtors to repay their obligations in a more timely fashion.
· Write-offs. All possible collection efforts, including the use of collection agents, should be expended before writing off an account as uncollectible. Such write-offs should be reviewed, approved, and processed by someone other than the person handling the billing or collection effort. 
Conflict of Interest

Few things are as embarrassing to the University as when the public learns of instances where a University employee has personally profited from a University business transaction. As a steward of the public trust, the University has established a strict conflict of interest policy (See Business and Finance Bulletin Section G-39 “Conflict of Interest Policy…” for the details). The policy is rather lengthy and very detailed. In a nutshell, here are some key things to remember:

· University business transactions must only benefit the University.

· No UC employee or close relative of an employee should personally gain from any University business transaction.

· There is a formal reporting and evaluation process for dealing with potential conflict of interest situations.

In your role as a business officer, if you suspect that a conflict of interest situation might exist, contact your campus, laboratory, or medical center conflict of interest coordinator for information and guidance.

Support Group Activities

Support groups engage in activities that support the University’s mission. There are thousands of these groups, all of them supporting a broad range of university programs and activities. Support groups have the same stewardship responsibilities as those that apply to UC business officers and other university employees. The Chancellor must officially recognize support groups, and this recognition must be reviewed periodically. Without this recognition, support groups may not use the name of the University.

It is important to remember that when serious problems arise involving support groups, animosity resulting from the problem is usually directed against the University, not the support group. 

INFORMATION RESOURCES

Campus resources that can provide you with financial management guidance include the following offices:

· Campus Controller’s Office

· Accounting Office

· Planning and Budget Office

· Internal Audit Office

· Sponsored Projects Office

· Campus Ethics and Compliance Officer

· Conflict of Interest Coordinator

· Campus Cash Handling Coordinator

Websites that contain helpful financial management information include the following:

College and University Accounting and Internal Controls

· UC Policies Homepage (+ OMB links) http://www.ucop.edu/ucophome/coordrev/ucpolicies
· UCSC Financial Management Guides

http://financial.ucsc.edu/Pages/Management_Main.aspx 

· Business Officers Institute http://www.ucop.edu/ucophome/businit/boi/about_boi.html
· National Assoc of College and University Business Officers (NACUBO) http://www.nacubo.org/
· Western Assoc of College and University Business Officers (WACUBO) http://www.wacubo.org/
Other Sources of Information

· American Institute of Certified Public Accountants 

http://www.aicpa.org/
· Governmental Accounting Standards Board http://accounting.rutgers.edu/raw/gasb/welcome.htm
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� 	In this document, the term “organization” is used to refer to any level of the University, a campus, a medical center or a laboratory.
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