Online safety incident report form

This form should be kept on file and a copy emailed to Camden’s online safety officer at jenni.spencer@camden.gov.uk or call 020 7974 2866
School/organisation’s details:

Name of school/organisation:

Address:

Name of online safety co-ordinator:
Contact details:
Details of incident
Date happened:

Time:

Name of person reporting incident:

If not reported, how was the incident identified?

Where did the incident occur?

□ In school/service setting

□ Outside school/service setting

Who was involved in the incident?

□ child/young person

□ staff member
□ other (please specify

Type of incident:
□ bullying or harassment (cyber bullying  

□ deliberately bypassing security or access

□ hacking or virus propagation 

□ racist, sexist, homophobic, transphobic, bi-phobic, religious hate material

□ terrorist material 

□ online sexual grooming
□ online radicalisation

□ child abuse images

□ on-line gambling

□ soft core pornographic material

□ illegal hard core pornographic material

□ other (please specify)

Description of incident

Nature of incident
 □
Deliberate access
Did the incident involve material being;

□ created
□ viewed
□ printed
□ shown to others


□ transmitted to others
□ distributed

Could the incident be considered as;

□ harassment

□ grooming
□ cyber bullying
□ breach of AUP

□
Accidental access

Did the incident involve material being;

□ created
□ viewed
□ printed
□ shown to others


□ transmitted to others
□ distributed

Action taken
□
Staff

□incident reported to head teacher/senior manager


□advice sought from LADO
□referral made to LADO
□incident reported to police

□ incident reported to Internet Watch Foundation

□ incident reported to IT

□ disciplinary action to be taken

□ online safety policy to be reviewed/amended

Please detail any specific action taken (ie: removal of equipment)

□ 
Child/young person

□ incident reported to head teacher/senior manager


□ advice sought from Children’s Safeguarding and Social Work
□ referral made to Children’s Safeguarding and Social Work

□ incident reported to police

□ incident reported to social networking site

□ incident reported to IT

□ child’s parents informed

□ disciplinary action to be taken

□ child/young person debriefed

□ online safety policy to be reviewed/amended

Outcome of incident/investigation
1

